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Preface

The Informatica SQL Data Service Guide discusses SQL data services, virtual data, configuration, connecting to an SQL data service with a third-party tool, and troubleshooting. It also provides instructions on these concepts. This guide is intended for data service developers. It assumes that you have an understanding of flat files and relational databases in your environment.

Informatica Resources

Informatica Network


As a member, you can:
- Access all of your Informatica resources in one place.
- Search the Knowledge Base for product resources, including documentation, FAQs, and best practices.
- View product availability information.
- Review your support cases.
- Find your local Informatica User Group Network and collaborate with your peers.

Informatica Knowledge Base

Use the Informatica Knowledge Base to search Informatica Network for product resources such as documentation, how-to articles, best practices, and PAMs.

To access the Knowledge Base, visit https://kb.informatica.com. If you have questions, comments, or ideas about the Knowledge Base, contact the Informatica Knowledge Base team at KB_Feedback@informatica.com.

Informatica Documentation

To get the latest documentation for your product, browse the Informatica Knowledge Base at https://kb.informatica.com/_layouts/ProductDocumentation/Page/ProductDocumentSearch.aspx.

If you have questions, comments, or ideas about this documentation, contact the Informatica Documentation team through email at infa_documentation@informatica.com.
Informatica Product Availability Matrixes

Product Availability Matrixes (PAMs) indicate the versions of operating systems, databases, and other types of data sources and targets that a product release supports. If you are an Informatica Network member, you can access PAMs at https://network.informatica.com/community/informatica-network/product-availability-matrixes.

Informatica Velocity

Informatica Velocity is a collection of tips and best practices developed by Informatica Professional Services. Developed from the real-world experience of hundreds of data management projects, Informatica Velocity represents the collective knowledge of our consultants who have worked with organizations from around the world to plan, develop, deploy, and maintain successful data management solutions.

If you are an Informatica Network member, you can access Informatica Velocity resources at http://velocity.informatica.com.

If you have questions, comments, or ideas about Informatica Velocity, contact Informatica Professional Services at ips@informatica.com.

Informatica Marketplace

The Informatica Marketplace is a forum where you can find solutions that augment, extend, or enhance your Informatica implementations. By leveraging any of the hundreds of solutions from Informatica developers and partners, you can improve your productivity and speed up time to implementation on your projects. You can access Informatica Marketplace at https://marketplace.informatica.com.

Informatica Global Customer Support

You can contact a Global Support Center by telephone or through Online Support on Informatica Network.

To find your local Informatica Global Customer Support telephone number, visit the Informatica website at the following link: http://www.informatica.com/us/services-and-training/support-services/global-support-centers.

If you are an Informatica Network member, you can use Online Support at http://network.informatica.com.
CHAPTER 1

Introduction to SQL Data Services

This chapter includes the following topics:

• SQL Data Services Overview, 10
• SQL Data Service Connections, 10
• SQL Data Service Example, 11

SQL Data Services Overview

A data service is a collection of reusable operations that you can run to access and transform data. An SQL data service is a virtual database that end users can query. It contains virtual schemas and the virtual tables or stored procedures that define the database structure.

Create an SQL data service so that end users can run SQL queries against the virtual tables through a third-party client tool. End users can query the virtual tables as if they were physical tables. End users can also use a third-party client tool to run virtual stored procedures.

You can create an SQL data service in the Developer tool. To make it available to end users, include it in an application, and deploy the application to a Data Integration Service. When the application is running, end users can connect to the SQL data service from a third-party client tool by supplying a connect string. After they connect to the SQL data service, end users can run SQL queries through the client tool.

SQL Data Service Connections

An SQL data service is a virtual database that you can query. It provides a uniform view of data that might be scattered among disparate, heterogeneous data sources. You can use a third-party JDBC or ODBC client tool to run SQL queries against the virtual tables in an SQL data service and to run virtual stored procedures.

An SQL data service can contain the following objects:

• Virtual schemas that define the database structure
• Virtual tables
• Virtual table mappings that define the flow of data between sources and a virtual table
• Virtual stored procedures that take optional inputs through parameters, transform the data, and optionally return output through parameters
To make the virtual tables and virtual stored procedures available to you, a developer creates and deploys an application that contains the SQL data service. The developer deploys the application to a Data Integration Service and an administrator runs the application. When the application is running, you can query the virtual tables and run the virtual stored procedures in the SQL data service.

When you query a virtual table or run a virtual stored procedure, the JDBC or ODBC driver sends the request to the Data Integration Service. By default, the driver uses HTTP to communicate with the Data Integration Service. If an administrator enables Transport Layer Security (TLS) for the domain, the driver uses TLS to communicate with the Data Integration Service.

Before you can run SQL queries or virtual stored procedures for the first time, you must configure the machine from which you want to access the SQL data service. You must also configure the client tool so that it can connect to the SQL data service.

SQL Data Service Example

Create an SQL data service to make a virtual database available for end users to query. Create a virtual database to define uniform views of data and to isolate the data from changes in structure. For example, create an SQL data service to define a uniform view of customer data and to allow end users to run SQL queries against the data.

Two companies that store customer data in multiple, heterogeneous data sources merge. A developer at the merged company needs to make a single view of customer data available to other users at the company. The other users need to make SQL queries against the data to retrieve information such as the number of customers in a region or a list of customers whose purchases exceed a certain dollar amount.

To accomplish this goal, the developer creates an SQL data service that contains virtual schemas and virtual tables that define a unified view of a customer. The developer creates virtual table mappings to link the virtual tables of the customer with the sources and to standardize the data. To make the virtual data accessible by end users, the developer includes the SQL data service in an application and deploys the application.

After the developer deploys the application, end users can make SQL queries against the standardized view of the customer through a JDBC or ODBC client tool.
Virtual Data Overview

Create a virtual database to define uniform views of data and make the data available for end users to query. End users can run SQL queries against the virtual tables as if they were physical database tables.

Create a virtual database to accomplish the following tasks:

- Define a uniform view of data that you can expose to end users.
- Define the virtual flow of data between the sources and the virtual tables. Transform and standardize the data.
- Provide end users with access to the data. End users can use a JDBC or ODBC client tool to run SQL queries against the virtual tables as if they were actual, physical database tables.
- Isolate the data from changes in data structures. You can add the virtual database to a self-contained application. If you make changes to the virtual database in the Developer tool, the virtual database in the application does not change until you redeploy it.

To create a virtual database, you must create an SQL data service. An SQL data service contains the virtual schemas and the virtual tables or stored procedures that define the database structure. If the virtual schema contains virtual tables, the SQL data service also contains virtual table mappings that define the flow of data between the sources and the virtual tables.

After you create an SQL data service, you add it to an application and deploy the application to make the SQL data service accessible by end users.

End users can query the virtual tables or run the stored procedures in the SQL data service by entering an SQL query in a third-party client tool. When the user enters the query, the Data Integration Service retrieves virtual data from the sources or from cache tables, if an administrator specifies that any of the virtual tables should be cached.
Note: A virtual table mapping will fail if it contains a user-defined parameter.

SQL Data Services

An SQL data service is a virtual database that end users can query. It contains a schema and other objects that represent underlying physical data.

An SQL data service can contain the following objects:

- Virtual schemas. Schemas that define the virtual database structure.
- Virtual tables. The virtual tables in the database. You can create virtual tables from physical or logical data objects, or you can create virtual tables manually.
- Virtual table mappings. Mappings that link a virtual table to source data and define the data flow between the sources and the virtual table. If you create a virtual table from a data object, you can create a virtual table mapping to define data flow rules between the data object and the virtual table. If you create a virtual table manually, you must create a virtual table mapping to link the virtual table with source data and define data flow.
- Virtual stored procedures. Sets of data flow instructions that allow end users to perform calculations or retrieve data.

Defining an SQL Data Service

To define an SQL data service, create an SQL data service and add objects to it.

1. Create an SQL data service.
   You can create virtual tables and virtual table mappings during this step.
2. Create virtual tables in the SQL data service.
   You can create a virtual table from a data object, or you can create a virtual table manually.
3. Define relationships between virtual tables.
4. Create or update virtual table mappings to define the data flow between data objects and the virtual tables.
5. Optionally, create virtual stored procedures.
6. Optionally, preview virtual table data.

Creating an SQL Data Service

Create an SQL data service to define a virtual database that end users can query. When you create an SQL data service, you can create virtual schemas, virtual tables, and virtual table mappings that link virtual tables with source data.

1. Select a project or folder in the **Object Explorer** view.
2. Click **File > New > Data Service**.
   The **New** dialog box appears.
3. Select **SQL Data Service**.
4. Click **Next**.
5. Enter a name for the SQL data service.

6. To create virtual tables in the SQL data service, click **Next**. To create an SQL data service without virtual tables, click **Finish**.

   If you click Next, the **New SQL Data Service** dialog box appears.

7. To create a virtual table, click the New button.

   The Developer tool adds a virtual table to the list of virtual tables.

8. Enter a virtual table name in the Name column.

9. Click the Open button in the Data Object column.

   The **Select a Data Object** dialog box appears.

10. Select a physical or logical data object and click **OK**.

11. Enter the virtual schema name in the Virtual Schema column.

12. Select **Read** in the Data Access column to link the virtual table with the data object. Select **None** if you do not want to link the virtual table with the data object.

13. Repeat steps 7 through 12 to add more virtual tables.

14. Click **Finish**.

   The Developer tool creates the SQL data service.

---

**Virtual Tables**

A virtual table is a table in a virtual database. Create a virtual table to define the structure of the data. Create one or more virtual tables within a schema. If a schema contains multiple virtual tables, you can define primary key-foreign key relationships between tables.

You can create virtual tables manually or from physical or logical data objects. Each virtual table has a data access method. The data access method defines how the Data Integration Service retrieves data. When you manually create a virtual table, the Developer tool creates an empty virtual table and sets the data access method to none.

When you create a virtual table from a data object, the Developer tool creates a virtual table with the same columns and properties as the data object. The Developer tool sets the data access method to read. If you change columns in the data object, the Developer tool updates the virtual table with the same changes. The Developer tool does not update the virtual table if you change the data object name or description.

To define data transformation rules for the virtual table, set the data access method to custom. The Developer tool prompts you to create a virtual table mapping.

You can preview virtual table data when the data access method is read or custom.
Data Access Methods

The data access method for a virtual table defines how the Data Integration Service retrieves data.

When you create a virtual table, you must choose a data access method. The following table describes the data access methods:

<table>
<thead>
<tr>
<th>Data Access Method</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>None</td>
<td>The virtual table is not linked to source data. If you change the data access method to None, the Developer tool removes the link between the data object and the virtual table. If the virtual table has a virtual table mapping, the Developer tool deletes the virtual table mapping. The Data Integration Service cannot retrieve data for the table.</td>
</tr>
<tr>
<td>Read</td>
<td>The virtual table is linked to a physical or logical data object without data transformation. If you add, remove, or change a column in the data object, the Developer tool makes the same change to the virtual table. However, if you change primary key-foreign key relationships, change the name of the data object, or change the data object description, the Developer tool does not update the virtual table. If you change the data access method to read, the Developer tool prompts you to choose a data object. If the virtual table has a virtual table mapping, the Developer tool deletes the virtual table mapping. When an end user queries the virtual table, the Data Integration Service retrieves data from the data object.</td>
</tr>
<tr>
<td>Custom</td>
<td>The virtual table is linked to a physical or logical data object through a virtual table mapping. If you update the data object, the Developer tool does not update the virtual table. If you change the data access method to custom, the Developer tool prompts you to create a virtual table mapping. When an end user queries the virtual table, the Data Integration Service applies any transformation rule defined in the virtual table mapping to the source data. It returns the transformed data to the end user.</td>
</tr>
</tbody>
</table>

Creating a Virtual Table from a Data Object

Create a virtual table from a physical or logical data object when the virtual table structure matches the structure of the data object. The Developer tool creates a virtual table mapping to read data from the data object.

1. Open an SQL data service.
2. Click the Schema view.
3. Drag a physical or logical data object from the Object Explorer view to the editor.
   The Add Data Objects to SQL Data Service dialog box appears. The Developer tool lists the data object in the Data Object column.
4. Enter the virtual schema name in the Virtual Schema column.
5. Click Finish.
   The Developer tool places the virtual table in the editor and sets the data access method to read.
Creating a Virtual Table Manually

Create a virtual table manually when the virtual table structure does not match the structure of an existing data object. The Developer tool sets the data access method for the virtual table to none, which indicates the virtual table is not linked to a source.

1. Open an SQL data service.
2. In the Overview view Tables section, click the New button. The New Virtual Table dialog box appears.
3. Enter a name for the virtual table.
4. Enter a virtual schema name or select a virtual schema.
5. Click Finish.

The following image shows the virtual table in the Schema view:

6. To add a column to the virtual table, perform the following steps:
   a. Select Data Access in the Properties view. Verify that the Access Method is set to Custom.
   b. Select Columns in the Properties view and click New.

The following image shows the location of the New button.

Verify that the virtual column names are not reserved words for the SQL standard.

7. To make a column a primary key, click the blank space to the left of the column name.
Defining Relationships between Virtual Tables

You can define primary key-foreign key relationships between virtual tables in an SQL data service to show associations between columns in the virtual tables.

1. Open an SQL data service.
2. Expand the SQL data service. Select one of the virtual tables.
3. In the Outline view, select Foreign Key.
   The Virtual Table editor displays the Foreign Keys view, with a list of available foreign keys.
4. In the Foreign Keys view, click Add.
   The Create New Foreign Key dialog box opens.
5. Select the table that has the primary key that you want to use.
6. In the Foreign Key column, select the field you want to use as a foreign key.
7. Click Finish.

Running an SQL Query to Preview Data

Run an SQL query against a virtual table to preview the data.

For the query to return results, the virtual table must be linked to source data. Therefore, the virtual table must be created from a data object or it must be linked to source data in a virtual table mapping.

1. Open an SQL data service.
2. Click the Schema view.
3. Select the virtual table in the Outline view.
   The virtual table appears in the Schema view.
4. Click the Data Viewer view.
5. Enter an SQL statement in the Input window.
   For example:
   ```sql
   select * from <schema>.<table>
   ```
6. Click Run.
   The query results appear in the Output window.

Persisting Virtual Data in Temporary Tables

A temporary table is a table in a relational database that stores intermediate, temporary data. Complex queries commonly require storage for large amounts of intermediate data, such as information from joins. When you implement temporary tables, business intelligence tools can retrieve this data from the temporary table instead of the SQL data service. This results in an increase in performance.

Temporary tables also provide increased security in two ways. First, only the user of the active session can access the tables. Also, the tables persist while a session is active, and the database drops the tables when the connection closes.

To implement temporary tables, an administrator must create the Data Integration Service, and then configure the Table Storage Connection in the SQL Connection properties of the Data Integration Service. After the administrator configures the connection, a developer uses the Informatica ODBC or JDBC driver to
configure a connection between a business intelligence tool and the Informatica SQL data service. When these connections are configured, the business intelligence tool can create and use temporary tables.

Temporary tables for all SQL data services in a Data Integration Service use the same relational database connection. When the connection to the SQL data service is active, you can connect to the SQL data service through a JDBC or ODBC client. The relational database drops temporary tables when the session ends. If the Data Integration Service unexpectedly shuts down, the relational database drops temporary tables on the next Data Integration Service startup.

Temporary Table Implementation

You can store intermediate query result set data in temporary tables when complex queries produce large amounts of intermediate data. For example, temporary tables can store frequently used join results. Business intelligence tools can query the temporary table instead of the SQL data service, resulting in increased performance.

To implement temporary tables, the Informatica administrator and the business intelligence tool user perform the following separate tasks:

Step 1. The Informatica administrator creates a connection for the data integration service.

In the Administrator tool, create a connection to the SQL data service. Edit the SQL Properties of the Data Integration Service and select a relational database connection for the Table Storage Connection property. Recycle the Data Information Service.

Step 2. The business intelligence tool user creates a connection for the SQL data service.

In a business intelligence tool, create a connection to the SQL data service. The connection uses the Informatica ODBC or JDBC driver.

Step 3. Queries from the business intelligence tool create and use temporary tables.

While the connection is active, the business intelligence tool issues queries to the SQL data service. These queries create and use temporary tables to store large amounts of data that the complex query produces. When the connection ends, the database drops the temporary table.

Temporary Table Operations

After you create the SQL data service connection, you can use SQL operations to create, populate, select from, or drop a temporary table. You can issue these commands in a regular or stored SQL statement.

You can perform the following operations:

Create a temporary table.

To create a temporary table on the relational database, use the following syntax:

```sql
CREATE TABLE emp (empID INTEGER PRIMARY KEY, eName char(50) NOT NULL,)
```

You can specify the table name in the SQL data service.

**Note:** Use `CREATE TABLE`, not `CREATE TEMPORARY TABLE`. The use of `CREATE TEMPORARY TABLE` is not supported.

Create a temporary table from a source table.

You can create a temporary table with or without data from a source table.

The following syntax is supported in Informatica Data Services version 9.5.1:

```sql
CREATE TABLE emp.backup as select * from emp
```

Where `emp` is an existing schema in the SQL data service that you connected to.
The following syntax is supported in Informatica Data Services version 9.6.0 and 9.6.1:

```
CREATE TABLE emp.backup as select * from emp [ [LIMIT n] ]
```

Where `emp` is an existing schema in the SQL data service that you connected to.

When you create a temporary table with data, the Data Integration Service populates the table with the data. The `CREATE AS` operator copies columns from a database table into the temporary table.

You cannot maintain foreign key or primary key constraints when you use `CREATE AS`.

You can cancel a request before the Data Integration Service copies all the data.

**Note:** The Informatica administrator must create a connection, and then configure it in SQL Properties as the Table Storage Connection, before you create the temporary table.

**Insert data into a temporary table.**

To insert data into a temporary table, use the `INSERT INTO <temp_table>` statement. You can insert literal data and query data into a temporary table.

The following table shows examples of SQL statements that you can use to insert literal data and query data into a temporary table:

<table>
<thead>
<tr>
<th>Type</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Literal data</td>
<td>Literals describe a user or system-supplied string or value that is not an identifier or keyword. Use strings, numbers, dates, or boolean values when you insert literal data into a temporary table. Use the following statement format to insert literal data into a temporary table: <code>INSERT INTO &lt;TABLENAME&gt; &lt;OPTIONAL COLUMN LIST&gt; VALUES (&lt;VALUE LIST&gt;)</code>, <code>&lt;VALUE LIST&gt;</code> For example, <code>INSERT INTO temp_dept (dept_id, dept_name, location) VALUES (2, 'Marketing', 'Los Angeles').</code></td>
</tr>
<tr>
<td>Query data</td>
<td>You can query an SQL data service and insert data from the query into a temporary table. Use the following statement format to insert query data into a temporary table: <code>INSERT INTO &lt;TABLENAME&gt; &lt;OPTIONAL COLUMN LIST&gt; &lt;SELECT QUERY&gt;</code> For example, <code>INSERT INTO temp_dept(dept_id, dept_name, location) SELECT dept_id, dept_name, location from dept where dept_id = 99. You can use a set operator, such as </code>UNION<code>, in the SQL statement when you insert query data into a temporary table. Use the following statement format when you use a set operator: </code>INSERT INTO &lt;TABLENAME&gt; &lt;OPTIONAL COLUMN LIST&gt; (&lt;SELECT QUERY&gt; &lt;SET OPERATOR&gt; &lt;SELECT_QUERY&gt;) For example, <code>INSERT INTO temp_dept select * from north_america_dept UNION select * from asia_dept.</code></td>
</tr>
</tbody>
</table>

**Select from a temporary table.**

You can query the temporary table with the `SELECT ... from <table> statement.`

**Drop a temporary table.**

To drop a temporary table from the relational database, use the following syntax:

```
DROP TABLE <tableName>
```

If the table is not dropped on the physical database, the SQL data service drops the table the next time the Data Integration Service starts, if the table still exists.
Rules and Guidelines for Temporary Tables

Consider the following rules and guidelines for creation and use of temporary tables:

- You can specify schema and default schema for a temporary table.
- You can place the primary key, NULL, NOT NULL, and DEFAULT constraints on a temporary table.
- You cannot place a foreign key or CHECK and UNIQUE constraints on a temporary table.
- You cannot issue a query that contains a common table expression or a correlated subquery against a temporary table.
- CREATE AS statements cannot contain a correlated subquery.

Virtual Table Mappings

A virtual table mapping defines the virtual data flow between sources and a virtual table in an SQL data service. Use a virtual table mapping to transform the data.

Create a virtual table mapping to link a virtual table in an SQL data service with source data and to define the rules for data transformation. When an end user queries the virtual table, the Data Integration Service applies the transformation rules defined in the virtual table mapping to the source data. It returns the transformed data to the end user.

If you do not want to transform the data, you do not have to create a virtual table mapping. When an end user queries the virtual table, the Data Integration Service retrieves data directly from the data object.

You can create one virtual table mapping for each virtual table in an SQL data service. You can preview virtual table data as you create and update the mapping.

A virtual table mapping contains the following components:

- Sources. Physical or logical data objects that describe the characteristics of source tables or files. A virtual table mapping must contain at least one source.
- Transformations. Objects that define the rules for data transformation. Use different transformation objects to perform different functions. Transformations are optional in a virtual table mapping.
- Virtual table. A virtual table in an SQL data service.
- Links. Connections between columns that define virtual data flow between sources, transformations, and the virtual table.

Example

You want to make order information available to one of your customers.

The orders information is stored in a relational database table that contains information for several customers. The customer is not authorized to view the orders information for other customers.

Create an SQL data service to retrieve the orders information. Create a virtual table from the orders table and set the data access method to custom. Add a Filter transformation to the virtual table mapping to remove orders data for the other customers.

After you create and deploy an application that contains the SQL data service, the customer can query the virtual table that contains his orders information.
Defining a Virtual Table Mapping

To define a virtual table mapping, create a virtual table mapping, add sources and transformations, and validate the mapping.

1. Create a mapping from a virtual table in an SQL data service.
2. Add sources and transformations to the mapping and link columns.
3. Validate the mapping.
4. Optionally, preview the mapping data.

Creating a Virtual Table Mapping

Create a virtual table mapping to define the virtual data flow between source data and a virtual table in an SQL data service. You can create one virtual table mapping for each virtual table.

1. Open the SQL data service that contains the virtual table for which you want to create a virtual table mapping.
2. Click the Overview view.
3. In the Tables section, change the data access method for the virtual table to Custom.
   The New Virtual Table Mapping dialog box appears.
4. Enter a name for the virtual table mapping.
5. Click Finish.
   The Developer tool creates a view for the virtual table mapping and places the virtual table in the editor.
   If you created the virtual table from a data object, the Developer tool adds the data object to the mapping as a source.
6. To add sources to the mapping, drag data objects from the Object Explorer view into the editor.
   You can add logical or physical data objects as sources.
7. Optionally, add transformations to the mapping by dragging them from the Object Explorer view or Transformation palette into the editor.
8. Link columns by selecting a column in a source or transformation and dragging it to a column in another transformation or the virtual table.
   The Developer tool uses an arrow to indicate the columns are linked.

Validating a Virtual Table Mapping

Validate a virtual table mapping to verify that the Data Integration Service can read and process the entire virtual table mapping.

1. Open an SQL data service.
2. Select the virtual table mapping view.
3. Select Edit > Validate.
   The Validation Log view opens. If no errors appear in the view, the virtual table mapping is valid.
4. If the Validation Log view lists errors, correct the errors and revalidate the virtual table mapping.
Previewing Virtual Table Mapping Output

As you develop a virtual table mapping, preview the output to verify the virtual table mapping produces the results you want.

The virtual table must be linked to source data.

1. Open the SQL data service that contains the virtual table mapping.
2. Click the virtual table mapping view.
3. Select the object for which you want to preview output. You can select a transformation or the virtual table.
4. Click the Data Viewer view.
5. Click Run.

The Developer tool displays results in the Output section.

Virtual Stored Procedures

A virtual stored procedure is a set of procedural or data flow instructions in an SQL data service. When you deploy an application that contains an SQL data service, end users can access and run the virtual stored procedures in the SQL data service through a JDBC client tool.

Create a virtual stored procedure to allow end users to perform calculations, retrieve data, or write data to a data object. End users can send data to and receive data from the virtual stored procedure through input and output parameters.

Create a virtual stored procedure within a virtual schema in an SQL data service. You can create multiple stored procedures within a virtual schema.

A virtual stored procedure contains the following components:

- Inputs. Objects that pass data into the virtual stored procedure. Inputs can be input parameters, Read transformations, or physical or logical data objects. Input parameters pass data to the stored procedure. Read transformations extract data from logical data objects. A virtual stored procedure must contain at least one input.
- Transformations. Objects that define the rules for data transformation. Use different transformation objects to perform different functions. Transformations are optional in a virtual stored procedure.
- Outputs. Objects that pass data out of a virtual stored procedure. Outputs can be output parameters, Write transformations, or physical or logical data objects. Output parameters receive data from the stored procedure. Write transformations write data to logical data objects. A virtual stored procedure must contain at least one output. Virtual stored procedures do not return result sets.
- Links. Connections between ports that define virtual data flow between inputs, transformations, and outputs.

Example

An end user needs to update customer email addresses for customer records stored in multiple relational databases.

To allow the end user to update the email addresses, first create a logical data object model to define a unified view of the customer. Create a logical data object that represents a union of the relational tables. Create a logical data object write mapping to write to the relational tables. Add a Router transformation to determine which relational table contains the customer record the end user needs to update.
Next, create an SQL data service. In the SQL data service, create a virtual stored procedure that contains input parameters for the customer ID and email address. Create a Write transformation based on the logical data object and add it to the virtual stored procedure as output.

Finally, deploy the SQL data service. The end user can call the virtual stored procedure through a third-party client tool. The end user passes the customer ID and updated email address to the virtual stored procedure. The virtual stored procedure uses the Write transformation to update the logical data object. The logical data object write mapping determines which relational table to update based on the customer ID and updates the customer email address in the correct table.

Defining a Virtual Stored Procedure

To define a virtual stored procedure, create a virtual stored procedure, add inputs, transformations, and outputs, and validate the stored procedure.

1. Create a virtual stored procedure in an SQL data service.
2. Add inputs, transformations, and outputs to the virtual stored procedure, and link the ports.
3. Validate the virtual stored procedure.
4. Optionally, preview the virtual stored procedure output.

Creating a Virtual Stored Procedure

Create a virtual stored procedure to allow an end user to access the business logic within the procedure through a JDBC or ODBC client tool. You must create a virtual stored procedure within a virtual schema.

1. In the Outline view for an SQL data service, right-click the data service and select New > Virtual Stored Procedure.
   The New Virtual Stored Procedure dialog box appears.
2. Enter a name for the virtual stored procedure.
3. Enter a virtual schema name or select a virtual schema.
4. If the virtual stored procedure has input parameters or output parameters, select the appropriate option.
5. Click Finish.
   The Developer tool opens the virtual stored procedure in the editor. If you select input parameters or output parameters, the Developer tool adds an Input Parameter transformation or an Output Parameter transformation, or both, in the editor.
6. Add input parameters or sources to the virtual stored procedure.
7. Add output parameters or targets to the virtual stored procedure.
8. Optionally, add transformations to the virtual stored procedure by dragging them from the Object Explorer view or the Transformation palette into the editor.
9. Link ports by selecting a port in a source or transformation and dragging it to a port in another transformation or target.
   The Developer tool uses an arrow to indicate the ports are linked.
Validating a Virtual Stored Procedure

Validate a virtual stored procedure to verify that the Data Integration Service can read and process the virtual stored procedure.

1. Open a virtual stored procedure.
2. Select Edit > Validate.
   
   The Validation Log view opens. If no errors appear in the view, the virtual stored procedure is valid.
3. If the Validation Log view lists errors, correct the errors and revalidate the virtual stored procedure.

Previewing Virtual Stored Procedure Output

As you develop a virtual stored procedure, preview the output to verify that the virtual stored procedure produces the results you want.

The virtual stored procedure must contain at least one input parameter or source.

1. Open a virtual stored procedure.
2. Select the Data Viewer view.
3. If the virtual stored procedure contains input parameters, enter them in the Input section.
4. Click Run.
   
   The Developer tool displays results in the Output section.

SQL Query Plans

Use an SQL query plan to view a mapping-like representation of the SQL query that you enter when you preview virtual table data. You can view the original query and the optimized query that the Data Integration Service runs.

When you view the SQL query plan for a query, the Developer tool displays a graphical representation of the query that looks like a mapping. The graphical representation has a source, transformations, links, and a target. View the query plan to troubleshoot queries that end users run against a deployed SQL data service and understand log messages.

SQL Query Plan Optimization

The Data Integration Services optimizes an SQL query to increase performance when you select a optimizer level. The optimized query produces the same results but runs more quickly.

The Data Integration Service can perform the following type of optimizations:

- Push transformations to relational data objects.
- Reorder transformations in the mapping.
- Push SQL set operations such as UNION, UNION ALL, DISTINCT, INTERSECT, DISTINCT, and MINUS to relational data objects.
- Push SQL keyword LIMIT to IBM DB2, MS SQL, and Oracle relational data objects.

You can view the original query plan and the optimized query plan from the Data Viewer view. The resulting optimized query can contain different transformations or transformations in a different order. The Data
Integration Service can push transformations and SQL operations to the relational data object to minimize data read from the source.

You can configure different optimizer levels in the Developer tool. Different optimizer levels produce different queries. The query optimization depends on the optimizer level that you select and the complexity of the query. When you run a simple query against a virtual table, different optimizer levels might produce the same optimized query. When you run a query that contains multiple clauses and subqueries, different optimizer levels produce a different optimized queries.

### SQL Query Plan Optimization Examples

The Data Integration Service can optimize SQL operations and transformations by pushing them to a relational data object. For example, you can query a customer virtual table to select distinct customers or filter customer data by customer ID.

#### DISTINCT SQL Operation

You want to query the CUSTOMERS virtual table in an SQL data service to select distinct customer numbers. The Data Integration Service can push SQL keywords such as Distinct to the relational data object with the normal optimizer level.

You can enter the following query in the Data Viewer view:

```sql
select distinct Customer_number from CUSTOMERS
```

The following figure shows the SQL query plan that appears in the Non-Optimized tab:

![Non-Optimized SQL Query Plan](image)

The non-optimized representation displays the query plan based on the query you enter with the DISTINCT operation.

The following figure shows the SQL query plan that appears in the Optimized tab:

![Optimized SQL Query Plan](image)

The optimized representation displays the query plan as the Data Integration Service runs it. The Data Integration Service pushes the DISTINCT operation to the source to increase performance.

#### Filter Transformation

You want to query the CUSTOMERS virtual table in an SQL data service to filter and order customer data. The Data Integration Service can push transformations such as a Filter transformation to the relational data object with the normal optimizer level.

You can enter the following query in the Data Viewer view:

```sql
select * from CUSTOMERS where CUSTOMER_ID > 150000 order by LAST_NAME
```
The following figure shows the SQL query plan that appears in the **Non-Optimized** tab:

![Non-Optimized Query Plan Diagram]

The non-optimized representation displays the query plan based on the query you enter. The Developer tool displays the **WHERE** clause as a Filter transformation and the **ORDER BY** clause as a Sorter transformation. The Developer tool uses a pass-through Expression transformation to rename ports.

The following figure shows the optimized SQL query plan that appears in the **Optimized** tab:

![Optimized Query Plan Diagram]

The optimized representation displays the query plan as the Data Integration Service runs it. Because the optimizer level is normal, the Data Integration Service pushes the filter condition to the source. Pushing the filter condition improves query performance because it reduces the number of rows that the Data Integration Service reads from the source.

As in the non-optimized query, the Developer tool displays the **ORDER BY** clause as a Sorter transformation. The Data Integration Service uses pass-through Expression transformations to enforce the data types that you configure in the logical transformations.

### Viewing an SQL Query Plan

Display the SQL query plan to view a mapping-like representation of the SQL query you enter when you preview virtual table data.

1. Open an SQL data service that contains at least one virtual table.
2. Click the **Data Viewer** view.
3. Enter an SQL query in the **Input** window.
4. Optionally, select a data viewer configuration that contains the optimizer level you want to apply to the query.
5. Click **Show Query Plan**.
   The Developer tool displays the SQL query plan for the query as you entered it on the **Non-Optimized** tab.
6. To view the optimized query, click the **Optimized** tab.
   The Developer tool displays the optimized SQL query plan.
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SQL Syntax Overview

An SQL data service is a virtual database you can query. It provides a uniform view of data that might be scattered among disparate, heterogeneous data sources. You can run SQL queries when you preview virtual table data in Developer tool. You can also use a JDBC or ODBC client tool to run SQL queries against the virtual tables in an SQL data service.

An SQL data service can contain the following objects:

• Virtual schemas that define the database structure
• Virtual tables
• Virtual table mappings that define the flow of data between sources and a virtual table
• Virtual stored procedures that take optional inputs through parameters, transform the data, and optionally return output through parameters

To allow end users to query the virtual tables and run the virtual stored procedures in an SQL data service, a developer creates and deploys an application that contains the SQL data service. The developer deploys the application to a Data Integration Service and an administrator runs the application. When the application is running, end users can make SQL queries against the virtual tables and run the virtual stored procedures in the SQL data service.

SQL data services support ANSI SQL-92 operators, functions, statements, and keywords.
Datatypes

SQL data services support common SQL datatypes. SQL data services support the following datatypes:

- Bigint
- Binary
- Boolean
- Char
- Date
- Decimal
- Double
- Int
- Time
- Timestamp
- Varchar

Operators

SQL data services support common operators. Use operators to perform mathematical computations, combine data, or compare data.

SQL data services support the following operators in an SQL query:

- Arithmetic operators: (), unary + and -, *, /, +, -
- Comparison operators: =, !=, <>, <, <=, >, >=
- Logical operators: AND, NOT, OR
- || (concatenate strings)
- BETWEEN
- CASE
- EXISTS
- IN, NOT IN
- IS NULL, IS NOT NULL
- LIKE, NOT LIKE

Functions

You can use SQL and Informatica functions to run queries against an SQL data service.

Some functions are SQL and Informatica equivalents, such as the ABS function. Some functions are unique to ANSI SQL or to Informatica.
**Note:** You cannot use filter conditions with Informatica functions in the SQL.

The following table provides the syntax and functions that you can use to query an SQL data service:

<table>
<thead>
<tr>
<th>Function</th>
<th>Syntax</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>ABS</td>
<td>ABS( numeric_value )</td>
<td>Returns the absolute value of a numeric value. Informatica and SQL function.</td>
</tr>
<tr>
<td>ADD_TO_DATE</td>
<td>ADD_TO_DATE( date, format, amount )</td>
<td>Adds a specified amount to one part of a datetime value, and returns a date in the same format as the date you pass to the function. Informatica and SQL function.</td>
</tr>
<tr>
<td>ASCII</td>
<td>ASCII( string )</td>
<td>Returns the numeric ASCII or Unicode value of the first character of the string passed to the function. Informatica and SQL function.</td>
</tr>
<tr>
<td>AVG</td>
<td>AVG( numeric_value )</td>
<td>Returns the average of all values in a group of rows. SQL function.</td>
</tr>
<tr>
<td>CASE (Simple)</td>
<td>CASE input_expression</td>
<td>Compares an expression to a set of simple expressions and returns a result associated with the first matching value. SQL function.</td>
</tr>
<tr>
<td>CASE (Searched)</td>
<td>CASE WHEN Boolean_expression THEN result_expression [...] [ ELSE else_result_expression ] END</td>
<td>Evaluates a set of Boolean expressions and returns the first true result. SQL function.</td>
</tr>
<tr>
<td>CEIL</td>
<td>CEIL( numeric_value )</td>
<td>Returns the smallest integer greater than or equal to the numeric value passed to this function. Informatica and SQL function.</td>
</tr>
<tr>
<td>CHAR_LENGTH</td>
<td>CHAR_LENGTH( numeric_value )</td>
<td>Returns the number of characters in a string, including trailing blanks. SQL function.</td>
</tr>
<tr>
<td>CHR</td>
<td>CHR( numeric_value )</td>
<td>Returns the ASCII or Unicode character that corresponds to the numeric value you pass to this function. Informatica and SQL function.</td>
</tr>
<tr>
<td>CHRCODE</td>
<td>CHRCODE( string )</td>
<td>Returns the numeric ASCII or Unicode value of the first character of the string passed to the function. SQL function.</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>Function</th>
<th>Syntax</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>COALESCE</td>
<td>COALESCE ( first_argument,</td>
<td>Returns the first non-NULL argument from a list of arguments. If all</td>
</tr>
<tr>
<td></td>
<td>second_argument[, third_argument, ...] )</td>
<td>arguments are NULL, COALESCE returns NULL.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>SQL function.</td>
</tr>
<tr>
<td>CONCAT</td>
<td>CONCAT( first_string, second_string )</td>
<td>Concatenates two strings.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Informatica and SQL function.</td>
</tr>
<tr>
<td>CONVERT_BASE</td>
<td>CONVERT_BASE( string, source_base, dest_base )</td>
<td>Converts a non-negative numeric string from one base value to another base value.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Informatica and SQL function.</td>
</tr>
<tr>
<td>COS</td>
<td>COS( numeric_value )</td>
<td>Returns the cosine, expressed in radians, of a numeric value.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Informatica and SQL function.</td>
</tr>
<tr>
<td>COSH</td>
<td>COSH( numeric_value )</td>
<td>Returns the hyperbolic cosine, expressed in radians, of a numeric value.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Informatica and SQL function.</td>
</tr>
<tr>
<td>COUNT</td>
<td>COUNT( value )</td>
<td>Returns the number of rows that have non-null values in a group. Optionally,</td>
</tr>
<tr>
<td></td>
<td></td>
<td>you can include the asterisk (*) argument to count all input values in a</td>
</tr>
<tr>
<td></td>
<td></td>
<td>transformation.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>SQL function.</td>
</tr>
<tr>
<td>CRC32</td>
<td>CRC32( value )</td>
<td>Returns a 32-bit Cyclic Redundancy Check (CRC32) value.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Informatica and SQL function.</td>
</tr>
<tr>
<td>CUME</td>
<td>CUME( numeric_value )</td>
<td>Returns a running total. A running total means CUME returns a total each</td>
</tr>
<tr>
<td></td>
<td></td>
<td>time it adds a value.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>SQL function.</td>
</tr>
<tr>
<td>CURRENT_DATE</td>
<td>CURRENT_DATE</td>
<td>Returns the current date on the node hosting the Data Integration Service.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>The format of the returned value depends on the locale of the client machine.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>The returned value does not change if this function is executed more than</td>
</tr>
<tr>
<td></td>
<td></td>
<td>once in a statement.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>SQL function.</td>
</tr>
<tr>
<td>CURRENT_TIME</td>
<td>CURRENT_TIME</td>
<td>Returns the current time on the node hosting the Data Integration Service.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>The format of the returned value depends on the locale of the client machine.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>The returned value does not change if this function is executed more than</td>
</tr>
<tr>
<td></td>
<td></td>
<td>once in a statement.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>SQL function.</td>
</tr>
<tr>
<td>CURRENT_TIMESTAMP</td>
<td>CURRENT_TIMESTAMP</td>
<td>Returns the current date and time on the node hosting the Data Integration Service. The format of the returned value depends on the locale of the client machine. The returned value does not change if this function is executed more than once in a statement.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>SQL function.</td>
</tr>
<tr>
<td>Function</td>
<td>Syntax</td>
<td>Description</td>
</tr>
<tr>
<td>------------------</td>
<td>-------------------------</td>
<td>---------------------------------------------------------------------------------------------------------------------------------------------</td>
</tr>
</tbody>
</table>
| DATE_COMPARE     | DATE_COMPARE( date1, date2 ) | Returns an integer that indicates which of two dates is earlier:  
- -1 if the first date is earlier  
- 0 if the two dates are equal  
- 1 if the second date is earlier  
- NULL if one of the date values is NULL  
Informatica and SQL function. |
| DATE_DIFF        | DATE_DIFF( date1, date2, format ) | Returns the length of time between two dates.  
Informatica and SQL function. |
| EXP              | EXP( exponent )         | Returns e raised to the specified power (exponent), where e=2.71828183.  
Informatica and SQL function. |
| EXTRACT          | EXTRACT( YEAR|MONTH|DAY| HOUR|MINUTE|SECOND FROM date ) | Extracts the specified part of a date as an integer value. Therefore, if you create an expression that returns the day portion of the date, and pass a date such as Apr 15 2007 00:00:00, EXTRACT returns 15.  
SQL function. |
| FLOOR            | FLOOR( numeric_value )  | Returns the largest integer less than or equal to the numeric value you pass to this function.  
Informatica and SQL function. |
| FV               | FV( rate, terms, payment [, present value, type] ) | Returns the future value of an investment, where you make periodic, constant payments, and the investment earns a constant interest rate.  
Informatica and SQL function. |
| GET_DATE_PART    | GET_DATE_PART( date, format ) | Returns the specified part of a date as an integer value. Therefore, if you create an expression that returns the month portion of the date, and pass a date such as Apr 1 1997 00:00:00, GET_DATE_PART returns 4.  
Informatica and SQL function. |
| INITCAP          | INITCAP( string )       | Capitalizes the first letter in each word of a string and converts all other letters to lowercase.  
Informatica and SQL function. |
| INSTR            | INSTR( string, search_value [,start [,occurrence [,comparison_type ]]] ) | Returns the position of a character set in a string, counting from left to right.  
Informatica and SQL function. |
| IS_DATE          | IS_DATE( value [,format] ) | Returns whether a string value is a valid date.  
Informatica and SQL function. |
| IS_NUMBER        | IS_NUMBER( value )      | Returns whether a string is a valid number.  
Informatica function. |
<table>
<thead>
<tr>
<th>Function</th>
<th>Syntax</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>IS_SPACES</td>
<td>IS_SPACES( value )</td>
<td>Returns whether a string value consists entirely of spaces. A space is a blank space, a formfeed, a newline, a carriage return, a tab, or a vertical tab. Informatica function.</td>
</tr>
<tr>
<td>ISNULL</td>
<td>ISNULL( value )</td>
<td>Returns whether a value is NULL. Evaluates an empty string as FALSE. Informatica and SQL function.</td>
</tr>
<tr>
<td>ISNUMERIC</td>
<td>ISNUMERIC( value )</td>
<td>Returns whether a string is a valid number. SQL function.</td>
</tr>
<tr>
<td>LAST_DAY</td>
<td>LAST_DAY( date )</td>
<td>Returns the date of the last day of the month for each date in a column. Informatica and SQL function.</td>
</tr>
<tr>
<td>LN</td>
<td>LN( numeric_value )</td>
<td>Returns the natural logarithm of a numeric value. Informatica and SQL function.</td>
</tr>
<tr>
<td>LOCATE</td>
<td>LOCATE( string, search_value )</td>
<td>Returns the position of a character set from the beginning of a string. SQL function.</td>
</tr>
<tr>
<td>LOG</td>
<td>LOG( base, exponent )</td>
<td>Returns the logarithm of a numeric value. Informatica and SQL function.</td>
</tr>
<tr>
<td>LOWER</td>
<td>LOWER( string )</td>
<td>Converts uppercase string characters to lowercase. Informatica and SQL function.</td>
</tr>
<tr>
<td>LPAD</td>
<td>LPAD( first_string, length [,second_string] )</td>
<td>Adds a set of blanks or characters to the beginning of a string to set the string to a specified length. Informatica and SQL function.</td>
</tr>
<tr>
<td>LTRIM</td>
<td>LTRIM( string [, trim_set] )</td>
<td>Removes blanks or characters from the beginning of a string. Informatica and SQL function.</td>
</tr>
<tr>
<td>MAKE_DATE_TIME</td>
<td>MAKE_DATE_TIME( year, month, day, hour, minute, second, nanosecond )</td>
<td>Returns the date and time based on the input values. Informatica and SQL function.</td>
</tr>
<tr>
<td>MAX</td>
<td>MAX( value )</td>
<td>Returns the latest date, maximum numeric value, or highest string value found within a column or group. SQL function.</td>
</tr>
<tr>
<td>MD5</td>
<td>MD5( value )</td>
<td>Calculates the checksum of the input value. Informatica and SQL function.</td>
</tr>
<tr>
<td>METAPHONE</td>
<td>METAPHONE( string [,length] )</td>
<td>Encodes string values. You can specify the length of the string that you want to encode. Informatica and SQL function.</td>
</tr>
<tr>
<td>Function</td>
<td>Syntax</td>
<td>Description</td>
</tr>
<tr>
<td>------------</td>
<td>---------------------------------------------</td>
<td>----------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>MIN</td>
<td>MIN( value )</td>
<td>Returns the earliest date, minimum numeric value, or lowest string value found within a column or group. SQL function.</td>
</tr>
<tr>
<td>MOD</td>
<td>MOD( numeric_value, divisor )</td>
<td>Returns the remainder of a division calculation. Informatica and SQL function.</td>
</tr>
<tr>
<td>MOVINGAVG</td>
<td>MOVINGAVG( numeric_value, rowset )</td>
<td>Returns the row-by-row average of a specified set of rows. Informatica function.</td>
</tr>
<tr>
<td>MOVINGSUM</td>
<td>MOVINGSUM( numeric_value, rowset )</td>
<td>Returns the row-by-row sum of a specified set of rows. Informatica function.</td>
</tr>
<tr>
<td>NPER</td>
<td>NPER( rate, present value, payment [, future value, type] )</td>
<td>Returns the number of periods for an investment based on a constant interest rate and periodic, constant payments. Informatica and SQL function.</td>
</tr>
<tr>
<td>PMT</td>
<td>PMT( rate, terms, present value [, future value, type] )</td>
<td>Returns the payment for a loan based on constant payments and a constant interest rate. Informatica and SQL function.</td>
</tr>
<tr>
<td>POSITION</td>
<td>POSITION( search_value, string )</td>
<td>Returns the position of a character set from the beginning of a string. SQL function.</td>
</tr>
<tr>
<td>POWER</td>
<td>POWER( base, exponent )</td>
<td>Returns a value raised to the exponent you pass to the function. Informatica and SQL function.</td>
</tr>
<tr>
<td>PV</td>
<td>PV( rate, terms, payment [, future value, type] )</td>
<td>Returns the present value of an investment. Informatica and SQL function.</td>
</tr>
<tr>
<td>RAND</td>
<td>RAND( seed )</td>
<td>Returns a random number between 0 and 1. For the same seed, the Data Integration Service generates the same sequence of numbers. Informatica and SQL function.</td>
</tr>
<tr>
<td>RATE</td>
<td>RATE( terms, payment, present value[, future value, type] )</td>
<td>Returns the interest rate earned per period by a security. Returns NULL if present value is greater than the product of terms and payment. Informatica and SQL function.</td>
</tr>
<tr>
<td>REG_EXTRACT</td>
<td>REG_EXTRACT( subject, 'pattern', subPatternNum )</td>
<td>Extracts subpatterns of a regular expression within an input value. For example, from a regular expression pattern for a full name, you can extract the first name or last name. Informatica function.</td>
</tr>
<tr>
<td>Function</td>
<td>Syntax</td>
<td>Description</td>
</tr>
<tr>
<td>-------------</td>
<td>------------------------------------------------------------------------</td>
<td>-----------------------------------------------------------------------------</td>
</tr>
<tr>
<td>REG_MATCH</td>
<td>REG_MATCH( subject, pattern )</td>
<td>Returns whether a value matches a regular expression pattern to validate data patterns, such as IDs, telephone numbers, postal codes, and state names. Informatica function.</td>
</tr>
<tr>
<td>REG_REPLACE</td>
<td>REG_REPLACE( subject, pattern, replace, numReplacements )</td>
<td>Replaces characters in a string with another character pattern. Searches the input string for the character pattern you specify and replaces all occurrences with the replacement pattern. You can also indicate the number of occurrences of the pattern you want to replace in the string. Informatica function.</td>
</tr>
<tr>
<td>REPLACECHR</td>
<td>REPLACECHR( CaseFlag, InputString, OldCharSet, NewChar )</td>
<td>Replaces characters in a string with a single character or no character. Informatica and SQL function.</td>
</tr>
<tr>
<td>ROUND (dates)</td>
<td>ROUND( date [,format] )</td>
<td>Rounds one part of a date. Informatica and SQL function.</td>
</tr>
<tr>
<td>ROUND (numbers)</td>
<td>ROUND( numeric_value [, precision] )</td>
<td>Rounds numbers to a specified number of digits or decimal places. Informatica and SQL function.</td>
</tr>
<tr>
<td>RPAD</td>
<td>RPAD( first_string, length [,second_string] )</td>
<td>Converts a string to a specified length by adding blanks or characters to the end of the string. Informatica function.</td>
</tr>
<tr>
<td>RTRIM</td>
<td>RTRIM( string [, trim_set] )</td>
<td>Removes blanks or characters from the end of a string. Informatica and SQL function.</td>
</tr>
<tr>
<td>SET_DATE_PART</td>
<td>SET_DATE_PART( date, format, value )</td>
<td>Sets one part of a Date/Time value to a value you specify. Informatica and SQL function.</td>
</tr>
<tr>
<td>SIGN</td>
<td>SIGN( numeric_value )</td>
<td>Returns whether a numeric value is positive, negative, or 0. Informatica and SQL function.</td>
</tr>
<tr>
<td>SIN</td>
<td>SIN( numeric_value )</td>
<td>Returns the sine, expressed in radians, of a numeric value. Informatica and SQL function.</td>
</tr>
<tr>
<td>SINH</td>
<td>SINH( numeric_value )</td>
<td>Returns the hyperbolic sine, expressed in radians, of a numeric value. Informatica and SQL function.</td>
</tr>
<tr>
<td>Function</td>
<td>Syntax</td>
<td>Description</td>
</tr>
<tr>
<td>-----------</td>
<td>--------</td>
<td>-------------</td>
</tr>
</tbody>
</table>
| SOUNDEX   | SOUNDEX( string ) | Encodes a string value into a four-character string. It uses the first character of the input string as the first character in the return value and encodes the remaining three unique consonants as numbers:  
- B, F, P, V = 1  
- C, G, J, K, Q, S, X, Z = 2  
- D, T = 3  
- L = 4  
- M, N = 5  
- R = 6  
Informatica and SQL function. |
| SQRT      | SQRT( numeric_value ) | Returns the square root of a non-negative numeric value. Informatica and SQL function. |
| SUBSTR    | SUBSTR( string, start [,length] ) | Returns a portion of a string. Counts all characters, including blanks. Informatica and SQL function. |
| SUM       | SUM( numeric_value ) | Returns the sum of all values in the selected column. SQL function. |
| TAN       | TAN( numeric_value ) | Returns the tangent, expressed in radians, of a numeric value. Informatica and SQL function. |
| TANH      | TANH( numeric_value ) | Returns the hyperbolic tangent, expressed in radians, of a numeric value. Informatica and SQL function. |
| TO_BIGINT | TO_BIGINT( value [, flag] ) | Converts a string or numeric value to a bigint value. The flag truncates the decimal portion if true or nonzero. It rounds the decimal portion if false or 0. Informatica and SQL function. |
| TO_CHAR   | TO_CHAR( value ) | Converts numeric values or dates to text strings. Informatica and SQL function. |
| TO_DATE   | TO_DATE( string [, format] ) | Converts a character string to a Date/Time datatype. Informatica and SQL function. |
| TO_DECIMAL| TO_DECIMAL( value [, scale] ) | Converts a string or numeric value to a decimal value. Informatica and SQL function. |
| TO_FLOAT  | TO_FLOAT( value ) | Converts a string or numeric value to a double-precision floating point number (the Double datatype). Informatica and SQL function. |
Function | Syntax | Description
---|---|---
TO INTEGER | `TO_INTEGER( value [, flag] )` | Converts a string or numeric value to an integer. The flag truncates the decimal portion if true or nonzero. It rounds the decimal portion if false or 0. Informatica and SQL function.

TRIM | `TRIM( [ operand ] string )` | Removes leading characters, trailing characters, or both from a string. Operands are as follows:
- LEADING [ trim_character FROM ]
- TRAILING [ trim_character FROM ]
- BOTH [ trim_character FROM ]
The `trim_character` argument passes the character you want to remove. Enclose the `trim_character` in single quotes. If you omit the `trim_character`, TRIM removes spaces.
For example, `TRIM( ` Mary ` )` returns Mary (no spaces). `TRIM( BOTH '*' FROM '**Mary*' )` returns Mary. SQL function.

TRUNC (dates) | `TRUNC( date [, format] )` | Truncates dates to a specific year, month, day, hour, minute, second, millisecond, or microsecond. Informatica and SQL function.

TRUNC (numbers) | `TRUNC( numeric_value [, precision] )` | Truncates numbers to a specific digit. Informatica and SQL function.

UPPER | `UPPER( string )` | Converts lowercase string characters to uppercase. Informatica and SQL function.

---

### SQL Statements and Keywords

SQL data services support the ANSI SQL-92 standard. Use SQL statements and keywords to define SQL queries and run virtual stored procedures.

To query the virtual tables in an SQL data service, use the SQL SELECT statement.

To run the virtual stored procedures in an SQL data service, use the SQL CALL (PROCEDURE) statement. The syntax is as follows:

```sql
CALL proc_name( [ parameter_1 ] [, parameter_n] )
```

You can use the following clauses in an SQL query:
- FROM
- GROUP BY
- HAVING
- ORDER BY
- WHERE
You can use the following SQL keywords in an SQL query:

- ALL
- CROSS JOIN
- DISTINCT
- EXCEPT
- FULL OUTER JOIN
- INNER JOIN
- INTERSECT
- LEFT OUTER JOIN
- LIMIT
- MINUS
- RIGHT OUTER JOIN
- UNION, UNION ALL

Queries

You can issue non-correlated subqueries, correlated subqueries, and parameterized queries when you query virtual tables and run virtual stored procedures in an SQL data service.

Non-Correlated Subqueries

A non-correlated subquery is a subquery that is not dependent on the outer query. Use non-correlated subqueries to filter or modify data when you query virtual tables in an SQL data service.

You can use non-correlated subqueries in the following places:

- Expressions
- BETWEEN operator
- CASE operator
- FROM clause
- HAVING clause
- IN, NOT IN operators
- SELECT statement
- WHERE clause

You can use scalar non-correlated subqueries.

You can use non-correlated subqueries as SET operands.
Correlated Subqueries

A correlated subquery is a subquery that uses values from the outer query in its WHERE clause. The subquery is evaluated once for each row processed by the outer query. Use correlated subqueries to filter or modify data when you query virtual tables in an SQL data service.

You can issue a correlated subquery from an ODBC client, JDBC client, or from the query plan window in the Developer tool.

The following table provides examples of the types of correlated subqueries that you can issue against an SQL data service:

<table>
<thead>
<tr>
<th>Type</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>IN</td>
<td>A correlated subquery that uses the IN keyword within an SQL WHERE clause to select rows from the values returned by the correlated subquery. For example, SELECT * FROM vs.nation a WHERE a.n_regionkey IN (SELECT distinct b.r_regionkey FROM vs.region b WHERE b.r_regionkey = a.n_regionkey).</td>
</tr>
<tr>
<td>Quantified comparison</td>
<td>A correlated subquery that contains a comparison operator within an SQL WHERE clause. For example, SELECT n_name FROM vs.nation a WHERE 2 &gt; (SELECT 1 FROM vs.nation b WHERE a.n_nationkey=b.n_nationkey).</td>
</tr>
</tbody>
</table>

Correlated Subquery Requirements

The Data Integration Service flattens the correlated subqueries into a normal join before it runs the query. If the Data Integration Service cannot flatten a correlated query into a normal join, the Data Integration Service generates a system error and it does not run the query.

The following table shows the results of a correlated subquery that the Data Integration Service flattened:

<table>
<thead>
<tr>
<th>Type</th>
<th>Query</th>
</tr>
</thead>
<tbody>
<tr>
<td>Non-flattened</td>
<td>SELECT huge.* FROM huge WHERE c1 IN (SELECT c1 FROM tiny)</td>
</tr>
<tr>
<td>Flattened</td>
<td>SELECT huge.* FROM huge, tiny WHERE huge.c1 = tiny.c1</td>
</tr>
</tbody>
</table>

The Data Integration Service can flatten a correlated subquery into a normal join when it meets the following requirements:

- The type is IN or a quantified comparison.
- It is not within an OR operator or part of a SELECT list.
- It does not contain the LIMIT keyword.
- It does not contain a GROUP BY clause, aggregates in a SELECT list, or an EXIST or NOT IN logical operator.
- It generates unique results. One column in the correlated subquery is a primary key. For example, if r_regionkey column is a primary key for the vs.nation virtual table, you can issue the following query: SELECT * FROM vs.nation WHERE n_regionkey IN (SELECT b.r_regionkey FROM vs.region b WHERE b.r_regionkey = n_regionkey).
- If it contains a FROM list, each table in the FROM list is a virtual table in the SQL data service.
Parameterized Queries

A parameterized query uses a precompiled SQL statement with placeholders for values that change. Parameterized queries can improve processing efficiency and protect the database from SQL injection attacks. You can use prepared statements and call stored procedures in a parameterized query that you run against an SQL data service.

Define parameters in the `PreparedStatement` or `CallableStatement` object in a JDBC program or in a statement handle prepared by SQLPrepare for an ODBC program. Use the `PreparedStatement` object to store a precompiled SQL statement that you can run multiple times. Use the `CallableStatement` object to call stored procedures.

You can use standard method calls and set methods in the `PreparedStatement` object of the parameterized query.

An SQL data service accepts common datatypes when you configure default values for parameters in stored procedures. The date, time, and timestamp datatypes default to the ISO format.

You cannot use the following items in a parameterized query that you run against an SQL data service:

- `addBatch()` and `executeBatch()` prepared statement method calls
- Set methods as of JDBC 6.0
- DDL and DML statements that return update counts
- Stored procedures that return values
- Array datatype

Reserved Words

Some keywords are reserved for specific functions.

The following words are reserved words:

- All transformation language reserved words
- All ANSI SQL 92-99 keywords

To use reserved words in an SQL query, enclose the word in double quotation marks.

Escape Syntax

SQL data services support escape clauses for functions, date formats, time formats, and timestamp formats.

An escape clause contains a keyword enclosed in curly brackets.
The following table lists the keywords you can use in an escape clause:

<table>
<thead>
<tr>
<th>Category</th>
<th>Keyword</th>
<th>Syntax</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Functions</td>
<td>fn</td>
<td>{fn function_name( arguments )}</td>
<td>For example: SELECT {fn SUBSTRING( EmpName, 1, 2 )} from Emp</td>
</tr>
<tr>
<td>Date formats</td>
<td>d</td>
<td>{d 'value'}</td>
<td>The format for the date value must match the SQL data service default date format. Therefore, if the default date format for the SQL data service is YYYY-MM-DD, the date value must include a 4-digit year. For example: SELECT * FROM Orders WHERE OrderDate &gt; {d '2005-01-01'}</td>
</tr>
<tr>
<td>Time formats</td>
<td>t</td>
<td>{t 'value'}</td>
<td>The format for the time value must match the SQL data service default time format. Therefore, if the default time format for the SQL data service is HH:MI:SS, the time value cannot include fractional seconds. For example: SELECT * FROM Orders WHERE OrderTime &lt; {t '12:00:00'}</td>
</tr>
<tr>
<td>Timestamp formats</td>
<td>ts</td>
<td>{ts 'value'}</td>
<td>The format for the timestamp value must match the SQL data service default timestamp format. Therefore, if the default timestamp format for the SQL data service is YYYY-MM-DD HH:MI:SS, the timestamp value cannot include fractional seconds. For example: SELECT * FROM Sales WHERE TransactTime &gt; {ts '2010-01-15 12:00:00'}</td>
</tr>
</tbody>
</table>

**Escape Syntax for the fn Keyword**

SQL data services support certain functions when you use a function escape sequence.

The following table lists the functions that SQL data services support when you use a function escape sequence:

<table>
<thead>
<tr>
<th>Function</th>
<th>Syntax</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>CURTIMESTAMP</td>
<td>CURTIMESTAMP()</td>
<td>Returns the current date and time on the node hosting the Data Integration Service. The returned value does not change if it is executed more than once in a single statement.</td>
</tr>
<tr>
<td>EXP</td>
<td>EXP( exponent )</td>
<td>Returns e raised to the specified power (exponent), where e=2.71828183.</td>
</tr>
<tr>
<td>EXTRACT</td>
<td>EXTRACT( YEAR</td>
<td>MONTH</td>
</tr>
<tr>
<td>Function</td>
<td>Syntax</td>
<td>Description</td>
</tr>
<tr>
<td>----------</td>
<td>--------</td>
<td>-------------</td>
</tr>
<tr>
<td>FLOOR</td>
<td>FLOOR( numeric_value )</td>
<td>Returns the largest integer less than or equal to the numeric value you pass to this function.</td>
</tr>
<tr>
<td>LCASE</td>
<td>LCASE( string )</td>
<td>Converts uppercase string characters to lowercase.</td>
</tr>
<tr>
<td>LENGTH</td>
<td>LENGTH( string )</td>
<td>Returns the number of characters in a string, including trailing blanks.</td>
</tr>
<tr>
<td>LOCATE</td>
<td>LOCATE( string, search_value )</td>
<td>Returns the position of a character set from the beginning of a string.</td>
</tr>
<tr>
<td>LOG</td>
<td>LOG( numeric_value )</td>
<td>Returns the base-10 logarithm of a numeric value.</td>
</tr>
<tr>
<td>LTRIM</td>
<td>LTRIM( string )</td>
<td>Removes blanks from the beginning of a string.</td>
</tr>
<tr>
<td>MOD</td>
<td>MOD( numeric_value, divisor )</td>
<td>Returns the remainder of a division calculation.</td>
</tr>
<tr>
<td>POWER</td>
<td>POWER( base, exponent )</td>
<td>Returns a value raised to the exponent you pass to the function.</td>
</tr>
<tr>
<td>RTRIM</td>
<td>RTRIM( string )</td>
<td>Removes blanks from the end of a string.</td>
</tr>
<tr>
<td>SIN</td>
<td>SIN( numeric_value )</td>
<td>Returns the sine, expressed in radians, of a numeric value.</td>
</tr>
<tr>
<td>SINH</td>
<td>SINH( numeric_value )</td>
<td>Returns the hyperbolic sine, expressed in radians, of a numeric value.</td>
</tr>
<tr>
<td>SQRT</td>
<td>SQRT( numeric_value )</td>
<td>Returns the square root of a non-negative numeric value.</td>
</tr>
<tr>
<td>SUBSTRING</td>
<td>SUBSTRING( string, start [ ,length ] )</td>
<td>Returns a portion of a string. Counts all characters, including blanks.</td>
</tr>
<tr>
<td>TAN</td>
<td>TAN( numeric_value )</td>
<td>Returns the tangent, expressed in radians, of a numeric value.</td>
</tr>
<tr>
<td>TANH</td>
<td>TANH( numeric_value )</td>
<td>Returns the hyperbolic tangent, expressed in radians, of a numeric value.</td>
</tr>
</tbody>
</table>
| TRIM     | TRIM( [operand] string ) | Removes leading characters, trailing characters, or both from a string. Operands are as follows:  
- LEADING [ trim_character FROM ]  
- TRAILING [ trim_character FROM ]  
- BOTH [ trim_character FROM ]  
The trim_character argument passes the character you want to remove. Enclose the trim character in single quotes. If you omit the trim character, TRIM removes spaces.  
For example, TRIM (' Mary ') returns Mary (no spaces). TRIM( BOTH '*' FROM '**Mary*' ) returns Mary. |
| UCASE    | UCASE( string ) | Converts lowercase string characters to uppercase. |
Troubleshooting SQL Data Services

The solutions to the following situations might help you troubleshoot SQL data services.

**When I use special characters in a query against a virtual table in an SQL data service, the query fails.**

If the name of a virtual table or a column contains special characters, you must enclose the name in double quotes. For example, an SQL data service contains a virtual table named "@Customers." To return all rows from the table, enter the following query:

```
SELECT * FROM "@Customers"
```

**When I use the CONVERT_BASE function to convert a negative number in an SQL query, the query fails.**

The `CONVERT_BASE` function converts non-negative numeric strings. To convert binary data with negative values, you can enter the following query:

```
CONVERT_BASE(TO_CHAR(X-ABS(value)), source_base, dest_base)
```

X represents the destination base raised to the number of bits.

For example, the following query uses $2^{16}=65536$ and calculates the negative integers for binary data with 16 bits:

```
CONVERT_BASE(TO_CHAR(65536-ABS(NEWFIELD)), 10, 2)
```

**I ran an SQL query and the query failed.**

You can get an XML file of the failed query mapping and then send the file to Informatica Global Customer Support for analysis. To create an XML file for the query, enable the `dumpMapping` parameter in the connection properties. When you run a query with the `dumpMapping` parameter enabled, the Data Integration Service creates an XML file for the query mapping and stores it in the following location: `<informatica installation directory>\tomcat\bin\dslogs\sql`.

The following table describes how to enable the `dumpMapping` parameter for each SQL data service connection type:

<table>
<thead>
<tr>
<th>Connection Type</th>
<th>Method</th>
</tr>
</thead>
<tbody>
<tr>
<td>JDBC connections</td>
<td>Add the following value to the JDBC connection string: <code>&amp;dumpMapping=true</code></td>
</tr>
<tr>
<td>ODBC connections on Windows</td>
<td>Enter the following value in the <strong>Optional Parameters</strong> field in the <strong>Create a New Data Source</strong> window: <code>dumpMapping=true</code></td>
</tr>
<tr>
<td>ODBC connections on UNIX</td>
<td>Add the following value to the <code>odbc.ini</code> file: <code>&amp;dumpMapping=true</code></td>
</tr>
</tbody>
</table>

**I entered an SQL query that converts a large number to a binary value using the CONVERT_BASE function, and the result is truncated.**

Use the `CAST()` function when converting large numbers to binary. For example, the following `CONVERT_BASE` query converts 2222 from base 10 to base 2:

```
CAST(CONVERT_BASE( 2222, 10, 2 ) AS VARCHAR(100))
```

**I entered an SQL query that converts a large number to a binary value using the CONVERT_BASE function, and the result is truncated.**

Use the `CAST()` function when converting large numbers to binary. For example, the following `CONVERT_BASE` query converts 2222 from base 10 to base 2:

```
CAST(CONVERT_BASE( 2222, 10, 2 ) AS VARCHAR(100))
```
When I use the TO_DECIMAL function to convert a string or numeric value to a decimal value, the query fails with a decimal overflow error, or the query returns an unexpected decimal value.

Use the CAST() function to change the SQL statement when you use the TO_DECIMAL function in an SQL query. For example, the following TO_DECIMAL query uses the CAST function to return the decimal value 60.250:

```
CAST(TO_DECIMAL((60 + .25, 3))
```
Installing and Configuring Drivers for Third-Party Clients Overview

You can connect to an SQL data service from third-party client tools. Before you can connect from a third-party client tool, you must install and configure the Informatica JDBC/ODBC drivers on the client machine.

Before you can connect to an SQL data service from a third party client tool, you must perform the following tasks:

1. Record the Informatica domain information.
2. Configure the client for secure communication or Kerberos authentication.
3. Install or upgrade the Informatica JDBC/ODBC drivers.
4. Configure the Informatica JDBC/ODBC drivers.
Before You Install the Drivers

Before you install the Informatica JDBC/ODBC drivers, you must extract the installer files. You also need to record information about the domain. If you connect to an SQL data service in a secure domain, you must configure the client for secure communication or Kerberos authentication.

Extract the Installer Files

The installer files are compressed and distributed as a zip file on Windows and as a tar file on UNIX. Use a zip utility, a native tar utility, or a GNU tar utility to extract the installer files to a directory on your machine.

You can extract the installer files in the following ways:

• Installation DVD. Download the Informatica zip or tar file from the installation DVD to a directory on your machine and then extract the installer files. Or, extract the installer files directly from the DVD to a directory on your machine.
• FTP download. Download the Informatica installation zip or tar file from the Informatica Electronic Software Download site to a directory on your machine and then extract the installer files.

Record Informatica Domain Information

When you install and configure the drivers to access an SQL data service, you need to know information about the domain. If you do not have the domain information, contact the Informatica domain administrator.

The following table describes information that you need to know about the domain:

<table>
<thead>
<tr>
<th>Required Information</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data Integration Service name</td>
<td>Data Integration Service that runs the application that contains the SQL data service.</td>
</tr>
<tr>
<td>Domain host name</td>
<td>Machine that hosts the Informatica domain.</td>
</tr>
<tr>
<td>Domain HTTP port</td>
<td>Informatica domain HTTP port number.</td>
</tr>
<tr>
<td>SQL data service name</td>
<td>Name of the SQL data service that contains the virtual tables you want to query or the virtual stored procedures that you want to run. The run-time SQL data service name includes the application name that contains the SQL data service and uses the following format: &lt;application name&gt;.&lt;SQL data service name&gt;</td>
</tr>
<tr>
<td>Security domain name</td>
<td>Informatica security domain name. Required if the Informatica user account is in an LDAP security domain.</td>
</tr>
<tr>
<td>User name</td>
<td>Informatica domain user name.</td>
</tr>
<tr>
<td>User password</td>
<td>Informatica domain user password.</td>
</tr>
</tbody>
</table>
Required Information | Description
--- | ---
Truststore file | If the Informatica domain has secure communication enabled, you must have the location of the truststore file that contains the SSL certificate for the domain.

Authentication type | The mode of authentication used to connect to the SQL data service. You can select one of the following authentication modes:

Native or LDAP Authentication

- Uses an Informatica domain user account to connect to the SQL data service in an Informatica domain that uses Native or LDAP authentication. The user account can be in a native or LDAP security domain.

Kerberos with keytab

- Uses the service principal name (SPN) of an Informatica domain user account to connect to the SQL data service in an Informatica domain that uses Kerberos authentication.

Kerberos with user name and password

- Uses an Informatica domain user account to connect to the SQL data service in an Informatica domain that uses Kerberos authentication.

Logged in user

- Uses the user account logged in to the client machine to connect to the SQL data service in an Informatica domain that uses Native, LDAP, or Kerberos authentication.

Configure the Client for Secure Communication

If you connect to an SQL data service in an Informatica domain that has secure communication enabled, you must copy the truststore files to the client machine that hosts the JDBC or ODBC client and set the INFA_TRUSTSTORE and INFA_TRUSTSTORE_PASSWORD environment variables.

If you use the default Informatica SSL certificate or if you specify the SSL certificates to use, copy the truststore files and set the environment variables.

Set the following environment variables for the truststore information:

**INFA_TRUSTSTORE**

Set this variable to the directory that contains the truststore files for the SSL certificates. The directory must contain truststore files named `infa_truststore.jks` and `infa_truststore.pem`.

**INFA_TRUSTSTORE_PASSWORD**

Set this variable to the password for the `infa_truststore.jks` file. The password must be encrypted. Use the command line program `pmpasswd` to encrypt the password.

Set the environment variables based on the SSL certificates that you use for the domain.

If you provide the SSL certificates to use, copy the truststore files to the machine that hosts the client and set the `INFA_TRUSTSTORE` variable to the directory that contains the truststore files. You must have truststore files in JKS and PEM format named `infa_truststore.jks` and `infa_truststore.pem`. You must also set the `INFA_TRUSTSTORE_PASSWORD` variable with the password for the `infa_truststore.jks` file.
Configure the Client for Kerberos Authentication

If you connect to an SQL data service in an Informatica domain that runs on a network that uses Kerberos authentication, you must copy the Kerberos configuration file to the machine the hosts the client. You might need to ask the Kerberos administrator to send you a copy of the file.

To connect to an Informatica domain that uses Kerberos authentication, perform the following tasks:

- **Copy the Kerberos configuration file to the client machines.**
  
  Copy the Kerberos configuration file `krb5.conf` to a directory on the client machine that is accessible to the client application.

- **Set the KRBS5_CONFIG environment variables with the Kerberos configuration file.**
  
  Use the KRBS5_CONFIG environment variable to store the path and file name of the Kerberos configuration file, `krb5.conf`. You must set the KRBS5_CONFIG environment variable on each machine that hosts an Informatica client.

For more information about Kerberos authentication and the configuration file, see the Informatica Security Guide.

Install the Drivers on Windows

Before you can connect to an SQL data service from a third-party client tool, you must install or upgrade the Informatica Data Services JDBC/ODBC drivers. Install the drivers on the machine that you connect to the SQL data service from. You can install the drivers on multiple machines in graphical mode or silent mode.

The Informatica JDBC/ODBC driver version must match the Informatica version.

Install the Drivers in Graphical Mode

To install or upgrade the drivers in graphical mode, run the Informatica JDBC/ODBC driver installer.

1. Close all other applications.
2. Navigate to the root directory of the extracted installer files.
3. Run `install.bat`.
4. Choose to install or upgrade the drivers.
5. Click **Next**.
   
   The **Installation Prerequisites** page displays the system requirements. Verify that all installation requirements are met before you continue the installation.
6. Click **Next**.
7. On the **Installation Directory** page, enter the absolute path for the installation directory.
8. On the **Pre-Installation Summary** page, review the installation information, and click **Install**.
   
   The installer copies the driver files to the installation directory. The **Post-Installation Summary** page indicates whether the installation completed successfully.
9. Click **Done**.

You can view the installation log files to get more information about the tasks performed by the installer.
Install the Drivers in Silent Mode

To install or upgrade the drivers without user interaction, install in silent mode. Use a properties file to specify the installation options. The driver installer reads the file to determine the installation options.

Use the silent mode installation to install the drivers on multiple machines on the network or to standardize the installation across machines.

1. Use a text editor to open and change the values of the properties in the file.

   The following table describes the installation properties that you can change:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>INSTALL_TYPE</td>
<td>Indicates whether to install or upgrade the drivers.</td>
</tr>
<tr>
<td></td>
<td>• Enter 0 to install the drivers.</td>
</tr>
<tr>
<td></td>
<td>• Enter 1 to upgrade the drivers.</td>
</tr>
<tr>
<td></td>
<td>Default is 0.</td>
</tr>
<tr>
<td>USER_INSTALL_DIR</td>
<td>Informatica driver installation directory. For example, C:\Informatica\version.</td>
</tr>
</tbody>
</table>

2. Save the properties file.
3. Navigate to the root directory of the extracted installer files.
4. To run the silent installation, double-click silentInstall.bat.

   The silent installer runs in the background. The silent installation is complete when the Informatica_<Version>_Driver_InstallLog.log file is created in the root directory.

   The silent installation fails if you incorrectly configure the properties file or if the installation directory is not accessible. View the installation log file in SYSTEM_DRIVE_ROOT. For example, C:\silentErrorLog.log. Correct the errors, and then run the silent installation again.

Install the Drivers on UNIX

Before you can connect to an SQL data service from a third-party client tool, you must install or upgrade the Informatica Data Services JDBC/ODBC drivers. Install the drivers on the machine that you want to connect to the SQL data service from. You can install the drivers on multiple machines in console mode or silent mode.

Before you can connect to an SQL data service on UNIX, you must perform the following tasks:

1. Install or upgrade the Informatica JDBC/ODBC drivers.
2. Configure the shared library environment variable.
3. Configure the ODBC files.

Install the Drivers in Console Mode

To install or upgrade the drivers in console mode, run the Informatica JDBC/ODBC driver installer.

1. Log in to the machine with a system user account.
2. Close all other applications.
3. Navigate to the root directory of the extracted installer files.
4. At the command prompt, extract the install media.
5. Run `install.sh`.
6. Select one of the following options:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Install the drivers.</td>
</tr>
<tr>
<td>2</td>
<td>Upgrade the drivers.</td>
</tr>
</tbody>
</table>

7. Press Enter.
   The Installation Prerequisites section displays the system requirements.
8. Verify that all installation requirements are met before you continue the installation.
   The Installation Directory section appears.
10. Enter the absolute path for the installation directory.
11. Press Enter.
12. In the Pre-Installation Summary section, review the installation information, and then press Enter.
13. Press Enter.
   For more information about the install tasks, see the installation debug log.

Install the Drivers in Silent Mode

To install or upgrade the drivers without user interaction, install in silent mode. Use a properties file to specify the installation options. The driver installer reads the file to determine the installation options.

Use the silent mode installation to install the drivers on multiple machines on the network or to standardize the installation across machines.

1. Use a text editor to open and change the values of the properties in the file.
   The following table describes the installation properties that you can change:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>INSTALL_TYPE</td>
<td>Indicates whether to install or upgrade the drivers.</td>
</tr>
<tr>
<td></td>
<td>• Enter 0 to install the drivers.</td>
</tr>
<tr>
<td></td>
<td>• Enter 1 to upgrade the drivers.</td>
</tr>
<tr>
<td></td>
<td>Default is 0.</td>
</tr>
<tr>
<td>USER_INSTALL_DIR</td>
<td>Informatica driver installation directory. For example, C:\Informatica&lt;version&gt;.</td>
</tr>
</tbody>
</table>

2. Save the properties file.
3. Navigate to the root directory of the extracted installer files.
To run the silent installation, double-click `silentInstall.bat`.

The silent installer runs in the background. The silent installation is complete when the `Informatica_V<Version>_Driver_InstallLog.log` file is created in the root directory.

The silent installation fails if you incorrectly configure the properties file or if the installation directory is not accessible. View the installation log file in `SYSTEM_DRIVE_ROOT`. For example, `C:\silentErrorLog.log`. Correct the errors, and then run the silent installation again.

### JDBC Connections

You can connect to an SQL data service through a JDBC client tool such as the SQL SQuirreL client.

To connect to an SQL data service through a JDBC client tool, you must configure the JDBC connection.

#### JDBC Connection Properties

When you configure the JDBC connection, you configure the connection properties in the driver. Optionally, you can configure the Data Integration Service parameters for the connection.

The following table describes the JDBC options and values that you enter:

<table>
<thead>
<tr>
<th>Option</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Class name</td>
<td><code>com.informatica.ds.sql.jdbcdrv.INFADriver</code></td>
</tr>
<tr>
<td>JDBC URL</td>
<td>Connection string for the JDBC connection. Use the following JDBC connection string for the different types of authentication:</td>
</tr>
<tr>
<td></td>
<td>- Native or LDAP Authentication:</td>
</tr>
<tr>
<td></td>
<td>jdbc:informatica:sqlds/(optional security domain)&lt;optional user name&gt;/(optional user password&gt;@&lt;domain host name&gt;:&lt;domain HTTP port&gt;?dis=&lt;Data Integration Service name&gt;&amp;sqlds=&lt;run-time SQL data service name&gt;&amp;authType=native_uid</td>
</tr>
<tr>
<td></td>
<td>- Kerberos with keytab:</td>
</tr>
<tr>
<td></td>
<td>jdbc:informatica:sqlds/(optional security domain]&lt;SPN&gt;@&lt;domain host name&gt;:&lt;domain HTTP port&gt;?dis=&lt;Data Integration Service name&gt;&amp;sqlds=&lt;run-time SQL data service name&gt;&amp;keyTabFileLocation=&lt;keytab location&gt;&amp;authType=kerberos_keytab</td>
</tr>
<tr>
<td></td>
<td>- Kerberos with user name and password:</td>
</tr>
<tr>
<td></td>
<td>jdbc:informatica:sqlds/(optional security domain]&lt;user name&gt;@&lt;user password&gt;@&lt;domain host name&gt;:&lt;domain HTTP port&gt;?dis=&lt;Data Integration Service name&gt;&amp;sqlds=&lt;run-time SQL data service name&gt;&amp;authType=kerberos_uid</td>
</tr>
<tr>
<td></td>
<td>- Logged in user:</td>
</tr>
<tr>
<td></td>
<td>jdbc:informatica:sqlds/@&lt;domain host name&gt;:&lt;domain HTTP port&gt;?dis=&lt;Data Integration Service name&gt;&amp;sqlds=&lt;run-time SQL data service name&gt;&amp;authType=sso</td>
</tr>
</tbody>
</table>
The following table describes the Data Integration Service parameters that you can configure:

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>application</td>
<td>Enter this parameter when you query Microsoft Access virtual tables that contain date columns. When you configure the ODBC driver with this parameter, the Data Integration Service converts Microsoft Access date data to the date/time data type. The parameter applies only to Microsoft Access date data.</td>
</tr>
<tr>
<td>optimizeLevel</td>
<td>Sets the mapping optimization level. Enter one of the following values:</td>
</tr>
<tr>
<td></td>
<td>- 0. Sets the optimization level to None.</td>
</tr>
<tr>
<td></td>
<td>- 1. Sets the optimization level to Minimal.</td>
</tr>
<tr>
<td></td>
<td>- 2. Sets the optimization level to Normal.</td>
</tr>
<tr>
<td></td>
<td>- 3. Sets the optimization level to Full.</td>
</tr>
<tr>
<td></td>
<td>The default value is 1.</td>
</tr>
<tr>
<td>highPrecision</td>
<td>Runs mappings in high-precision mode. Enter true or false.</td>
</tr>
<tr>
<td>defaultDateFormat</td>
<td>Specifies the date and time formats. Enter one of the following values:</td>
</tr>
<tr>
<td>defaultTimeFormat</td>
<td>- YYYY-MM-DD HH24:MI:SS</td>
</tr>
<tr>
<td>defaultTimeStampFormat</td>
<td>- YYYY/MM/DD HH24:MI:SS</td>
</tr>
<tr>
<td></td>
<td>- YYYY/MM/DD</td>
</tr>
<tr>
<td></td>
<td>- MM/DD/YYYY</td>
</tr>
<tr>
<td></td>
<td>- MM/DD/YYYY HH24:MI:SS</td>
</tr>
<tr>
<td></td>
<td>- DD/MM/YY</td>
</tr>
<tr>
<td></td>
<td>- DD.MM.YY</td>
</tr>
<tr>
<td></td>
<td>- DD-MON-YY</td>
</tr>
<tr>
<td></td>
<td>- DD/MM/YY HH24:MI:SS</td>
</tr>
<tr>
<td></td>
<td>- DD.MM.YY HH24:MI:SS</td>
</tr>
<tr>
<td>dumpMapping</td>
<td>Creates XML files for SQL query mappings and stores them in the following location: %Informatica installation directory%	omcat\bin\dslogs\sql. If a query fails, you can send these files to Informatica Global Customer Support for analysis. Enter true or false. The default value is false.</td>
</tr>
<tr>
<td>ResultSetCacheExpirationPeriod</td>
<td>Amount of time in milliseconds that a result set is available for use after it is populated. For example, if the value is 0, result set caching is disabled. If the value is 5, the result set is available for 5 milliseconds after it is populated.</td>
</tr>
</tbody>
</table>

Configure JDBC Connections on Windows

To connect to an SQL data service through a JDBC client tool, configure the JDBC client tool.

1. Open the JDBC client tool.
2. Enter the Class name and JDBC URL.
3. Optionally, configure the Data Integration Service parameters.
   To configure the Data Integration Service parameters, append the parameters and values to the JDBC connection string.
   Use the following syntax to configure the optional parameters:

   `<name>={value1}&<name2>={value2}`

   For example:

   `optimizeLevel=0&highPrecision=false`
Configure JDBC Connections on UNIX

Before you can connect to an SQL data service on UNIX, you must configure the CLASSPATH environment variable and configure the client tool.

Configure the CLASSPATH

To connect to an SQL data service through a JDBC client tool, configure the CLASSPATH environment variable to include the JDBC driver. The Informatica JDBC driver is compiled with Java 7.

The Informatica JDBC driver is installed in the following location: `<Informatica installation directory>\tools\jdbcdrv\infadsjdbc.jar`.

Configure the JDBC Client Tool

To connect to an SQL data service through a JDBC client tool, configure the JDBC client tool.

1. Open the JDBC client tool.
2. Enter the Class name and JDBC URL.
3. Optionally, configure the Data Integration Service parameters.
   - To configure the Data Integration Service parameters, append the parameters and values to the JDBC connection string.
   - Use the following syntax to configure the optional parameters:
     `<name1>=<value1>&<name2>=<value2>`
   - For example,
     ```
     optimizeLevel=0&highPrecision=false
     ```

Troubleshooting JDBC Connections

I am connecting to an SQL data service through a JDBC client tool. I get an error when I try to bind data to a bigint column through a parameterized query.

The Informatica JDBC driver does not support the setBigInt method. If you use setBigInt in a parameterized query, the Java client code fails at compilation.

If you need to bind data to a bigint column, use the setLong method instead of the setBigInt method. For example, the following code does not cause a JDBC driver error:

```java
String sql = "select * from VT where COL_BIGINT = ?";
PreparedStatement stmt = connection.prepareStatement(sql);
stmt.setLong(1, new Long("9223372036854775807"));
```

A third-party library included in infadsjdbc.jar causes a conflict on my machine.

The `infadsjdbc.jar` file contains the Informatica JDBC driver and the following third-party libraries required by the JDBC driver:

- commons-codec-1.3.jar
- commons-httpclient-3.1.jar
- commons Logging-1.1.jar
- commons-pool-1.4.jar
- FastInfoset-1.2.3.jar
To resolve third-party library conflicts, use the infadsjdbclight.jar file that is also installed by the Informatica JDBC/ODBC driver installation program. infadsjdbclight.jar contains the Informatica JDBC driver and is installed in the following location: <Informatica installation directory>\jdbcdrv\infadsjdbc. The infadsjdbc folder also contains all of the third-party libraries that are included with infadsjdbc.jar.

To use infadsjdbclight.jar, modify the CLASSPATH environment variable with the location of infadsjdbclight.jar and with the location of the third-party libraries that do not cause a conflict. For example, if the JDBC client machine includes an instance of the spring-2.5.jar library, remove infadsjdbc.jar from the CLASSPATH environment variable. Then, add the following files to the CLASSPATH:

- <Informatica installation directory>\jdbcdrv\infadsjdbc\infadsjdbclight.jar
- <Informatica installation directory>\jdbcdrv\infadsjdbc\commons-codec-1.3.jar
- <Informatica installation directory>\jdbcdrv\infadsjdbc\commons-httpclient-3.1.jar
- <Informatica installation directory>\jdbcdrv\infadsjdbc\commonslogging-1.1.jar
- <Informatica installation directory>\jdbcdrv\infadsjdbc\commons-pool-1.4.jar
- <Informatica installation directory>\jdbcdrv\infadsjdbc\FastInfoset-1.2.3.jar
- <Informatica installation directory>\jdbcdrv\infadsjdbc\log4j-1.2.12.jar

### ODBC Connections

You can connect to an SQL data service through an ODBC client tool such as IBM Cognos.

To connect to an SQL data service through a JDBC client tool, you must configure the ODBC connection.

### ODBC Connection Properties

When you configure the ODBC connection, you configure the connection properties in the driver. Optionally, you can configure the Data Integration Service parameters for the connection.

The following table describes the properties that you configure for the driver:

<table>
<thead>
<tr>
<th>Option</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>Authentication Mode</td>
<td>The Authentication Mode parameter can have one of the following values:</td>
</tr>
<tr>
<td></td>
<td>• Native or LDAP authentication.</td>
</tr>
<tr>
<td></td>
<td>• Kerberos with keytab file.</td>
</tr>
<tr>
<td></td>
<td>• Kerberos with username &amp; password.</td>
</tr>
<tr>
<td></td>
<td>• Logged in user.</td>
</tr>
<tr>
<td>DSN Name</td>
<td>Any valid data source name.</td>
</tr>
</tbody>
</table>
**Option** | **Definition**
---|---
Host Name | Machine that hosts the Informatica domain.
Port | Informatica domain HTTP port number.
Data Integration Service name | Data Integration Service that runs the application that contains the SQL data service.
SQL data service name | Name of the SQL data service that contains the virtual tables you want to query or the virtual stored procedures that you want to run. The run-time SQL data service name includes the application name that contains the SQL data service and uses the following format: `<application name>.<SQL data service name>`
User Name | Informatica domain user name. Required if you select the Native or LDAP Authentication or Kerberos with username & password authentication mode.
Password | Informatica domain user password. Required if you select the Native or LDAP Authentication or Kerberos with username & password authentication mode.
Security Domain | Security domain for the Informatica domain user account. Required if the user account is in an LDAP security domain.
Keytab for SQL Data Service | Absolute path and file name for the keytab file on the client machine. Required if you select the Kerberos with keytab file authentication mode.
SPN for SQL Data Service | Service principal name for the user account. Required if you select the Kerberos with keytab file authentication mode.

The following table describes the Data Integration Service parameters that you can configure:

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>application</td>
<td>ACCESS</td>
</tr>
<tr>
<td></td>
<td>Enter this parameter when you query Microsoft Access virtual tables that contain date columns. When you configure the ODBC driver with this parameter, the Data Integration Service converts Microsoft Access date data to the date/time data type. The parameter applies only to Microsoft Access date data.</td>
</tr>
<tr>
<td>optimizeLevel</td>
<td>Sets the mapping optimization level. Enter one of the following values:</td>
</tr>
<tr>
<td></td>
<td>- 0. Sets the optimization level to None.</td>
</tr>
<tr>
<td></td>
<td>- 1. Sets the optimization level to Minimal.</td>
</tr>
<tr>
<td></td>
<td>- 2. Sets the optimization level to Normal.</td>
</tr>
<tr>
<td></td>
<td>- 3. Sets the optimization level to Full.</td>
</tr>
<tr>
<td></td>
<td>The default value is 1.</td>
</tr>
<tr>
<td>highPrecision</td>
<td>Runs mappings in high-precision mode. Enter true or false.</td>
</tr>
</tbody>
</table>
### Configure ODBC Connections on Windows

Before you connect to an SQL data service through an ODBC client tool on Windows, install the ODBC driver on the client machine using the Informatica Data Services JDBC/ODBC driver installer. Install a 32-bit or 64-bit ODBC driver depending on the version of the third-party client tool you are using. After you install the driver, configure the Data Source Name (DSN).

1. Select the correct version of **ODBC Data Source Administrator**.
   
   A 32-bit version of the Microsoft Windows operating system includes the following version of the Microsoft ODBC Data Source Administrator tool (Odbcad32.exe):
   
   - The 32-bit version of the Odbcad32.exe file is located in the %systemdrive%\Windows\System32 folder.

   A 64-bit version of the Microsoft Windows operating system includes the following versions of the Microsoft ODBC Data Source Administrator tool (Odbcad32.exe):
   
   - The 32-bit version of the Odbcad32.exe file is located in the %systemdrive%\Windows\SysWoW64 folder.
   - The 64-bit version of the Odbcad32.exe file is located in the %systemdrive%\Windows\System32 folder.

2. In the ODBC Data Source Administrator, click **Add**.

3. Select **Informatica Data Services ODBC Driver <version>**.

4. Click **Finish**.
   
   The Create a New Data Service window appears.

5. Configure the authentication mode.

6. Configure the driver properties.

7. Optionally, configure the Data Integration Service parameters.
Use the following syntax to configure the optional parameters:

```
<name1>=<value1>&<name2>=<value2>
```

For example,

```
optimizeLevel=0&highPrecision=false
```

8. Click **Test Connection** to verify that the connection is valid and then click **OK**.

## Configure ODBC Connections on UNIX

Before you can connect to an SQL data service on UNIX, you must configure the environment variables, and the `odbc.ini` and `odbcinst.ini` files.

### Configure the Shared Library Environment Variable

Configure the shared library environment variable to include the driver libraries and directory where the driver manager library files reside.

Configure the shared library environment variable based on the operating system. The following table lists the shared library environment variable for each operating system:

<table>
<thead>
<tr>
<th>Operating System</th>
<th>Shared Library Environment Variable</th>
</tr>
</thead>
<tbody>
<tr>
<td>AIX</td>
<td>LIBPATH</td>
</tr>
<tr>
<td>HP-UX</td>
<td>SHLIB_PATH</td>
</tr>
<tr>
<td>Solaris</td>
<td>LD_LIBRARY_PATH</td>
</tr>
<tr>
<td>Linux</td>
<td>LD_LIBRARY_PATH</td>
</tr>
</tbody>
</table>

Configure the shared library environment variable to include the following directories:

- The directory where the ODBC driver libraries reside. The driver libraries reside in `libinfadsodbc`. `libinfadsodbc` is found in `<Informatica installation directory>/tools/odbcdrv`.
- The directory where the driver manager library files reside. Use the unixODBC driver manager. For more information about the location of the unixODBC driver manager, contact your system administrator.

### Configure the Informatica Environment Variables

If you use a native ODBC driver, you must configure Informatica environment variables to access shared libraries.

Configure the following environment variables:

- **INFA_RESOURCES**
- **IMF_CPP_RESOURCE_PATH**

Set the value for the environment variables to the following directory:

```
<Informatica installation directory>/driver_home/sharedlibs
```
Configure the ODBC Files

Before you can connect to an SQL data service on UNIX, you must configure the `odbc.ini` and `odbcinst.ini` files.

Store the `odbcinst.ini` file in the `<DriverHome>` directory.

1. Edit the `odbc.ini` file or copy the `odbc.ini` file to the root directory and edit it.

   This file exists in the `$ODBCHOME` directory.

   $ cp $ODBCHOME/odbc.ini $HOME/.odbc.ini

2. Add an entry for the ODBC user under the section `<DSN>`.

   For example:

   ```
   [DSN]
   DataIntegrationService=<Data Integration Service name>
   SQLDataService=<runtime SQL data service name>
   Driver=$ODBC_DRIVER_INSTALL_LOCATION/bin/$OS/libinfadsodbc.so
   HostName=<domain host name>
   Port=<domain HTTP port>
   Authentication Mode=<type>
   Optional Parameters=defaultDateformat=DD/MM/YYYY&defaultTimeFormat=DD/MM/YYYY
   HH24:MI:SS
   WCHARLengthInChars=true
   ```

   **Note:** Configure WCHARLengthInChars for MicroStrategy.

3. Add the driver and setup entries to the `odbcinst.ini` file.

   ```
   [Informatica Data Services ODBC Driver <version>]
   Driver=<Complete path to driver>
   Setup=<Complete path to driver>
   ```

   For example:

   ```
   Driver=$ODBC_DRIVER_INSTALL_LOCATION/odbcdrv/libinfadsodbc.so
   Setup=$ODBC_DRIVER_INSTALL_LOCATION/odbcdrv/libinfadsodbc.so
   ```
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Third-Party Client Tool Configuration Overview

After you install and configure the JDBC or ODBC drivers, you can connect to the third-party client tool to access an SQL data service.

You can connect to an SQL data service through the following third-party client tools:

- BusinessObjects
- IBM Cognos
- MicroStrategy
- Oracle Business Intelligence Enterprise Edition 11g
- Oracle Database Gateway
- QlikView
- SQuirreL SQL Client
BusinessObjects

You can access the virtual data in an SQL data service through SAP BusinessObjects. Use the Information Design Tool provided by SAP BusinessObjects to extract, define, and manipulate metadata for BusinessObject BI applications.

Use the Information Design Tool to create a project, to define data source connections, and to import metadata. Create the data foundation with required connections and then set up a business layer. When you have the required metadata in the form of universe, you can publish the universe to the BusinessObjects Server. SAP BusinessObjects uses universes created by the Information Design Tool for data analysis and to query the data and generate enterprise reports.

BusinessObjects Configuration

To configure BusinessObjects to access an SQL data service, complete the following tasks:

1. Start the Information Design Tool.
2. Click File > New > Project.
3. Provide the project name and location and click Finish.
4. Under Local Projects, right-click on the project name and select New > Relational Connection. The New Relational Connection dialog box appears.
5. Provide the resource name and a description and click Next.
6. In the Hierarchical List, expand Generic and choose Generic ODBC Datasource > Select ODBC Drivers.
7. Click Next.

The Login Parameters page appears.
8. Enter the connection information.  
The following table describes the connection options:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Authentication Mode</td>
<td>Select <em>Use specified username and password</em></td>
</tr>
<tr>
<td>User name</td>
<td>Informatica domain user name.</td>
</tr>
<tr>
<td>Password</td>
<td>Informatica domain user password.</td>
</tr>
<tr>
<td>Data source name</td>
<td>ODBC data source name for the SQL data service.</td>
</tr>
</tbody>
</table>

9. Click **Test Connection** to test the connection.  
The BusinessObjects application displays a **Test Successful** message.

10. Click **Finish**.  
After you perform this task, you can import metadata from an SQL data service into the universe and generate reports based on the data.

**IBM Cognos Configuration**

IBM Cognos Framework Manager is a modeling tool that allows you to create and manage business-related metadata for use in all Cognos BI applications. Use Framework Manager to create a project. Within a project, you can create data source connections and import data source metadata.

When you define a data source in Framework Manager, you create an ODBC connection to the SQL data service. Cognos uses the information in the connection to connect to the SQL data service. After you create the ODBC connection and import the SQL data service metadata, you can create a Cognos model based on the SQL data service. Use the model to run queries and generate reports in Cognos BI applications.
To run queries that include aggregations, the Cognos configuration file must include Informatica ODBC driver information.

To configure IBM Cognos to access an SQL data service, complete the following tasks:

1. Update the IBM Cognos configuration file to include the Informatica ODBC driver information.
2. Create an ODBC connection to the SQL data service, and import SQL data service metadata in a Cognos project.

Step 1. Update the IBM Cognos Configuration File

Update the IBM Cognos configuration file to include Informatica ODBC driver information. The ODBC driver information in the configuration file enables the Data Integration Service to handle SQL queries that include aggregations. If you do not update the configuration file and you query an SQL data service from an IBM Cognos application, the query might fail if it includes aggregations.

The IBM Cognos configuration file, cogdmod.ini, is in the following directories:

- C:\Program Files\cognos\tools\c8\bin\n- C:\Program Files\cognos\8\bin\n
You must update both copies of the configuration file.

1. Stop the Cognos service.
2. Back up both copies of cogdmod.ini.
3. Add the following entry to both copies of cogdmod.ini:

   ![Code snippet]

   4. Restart the Cognos service.

Step 2. Create the ODBC Connection and Import Metadata

Create the ODBC connection and import SQL data service metadata into a project. Use Cognos Framework Manager to create the project. Run the Framework Manager Run Metadata wizard to create the connection and import metadata.

1. Start Cognos Framework Manager.
2. Create a project.
3. Start the Run Metadata wizard.
4. In the Select Metadata Source window, click Data Sources.

5. Click Next.

   The Select Data Source window appears.

6. Click New.

   The New Data Source wizard appears.

7. In the name and description page, enter a name and optional description for the data source.

8. Click Next.

9. In the connection page, select the ODBC database type, select an isolation level, and click Next.

![New data source](image)

Specify the parameters for the connection of this new data source. The name of the data source is used to set the name of the connection.

**Type:**
- ODBC

**Isolation level**
- Use the default object gateway
- Specify a value:
  - Cursor stability

10. In the connection string page, enter the SQL data service ODBC data source name in the ODBC data source and ODBC connect string fields. Enter timeouts or sign-on information, if required. Enter the user ID and password if they are not part of the Informatica ODBC driver connect string.
11. Click **Test the connection** to test the connection to the Informatica ODBC driver.

12. In the **Run Metadata** wizard, select the data source.
13. Click **Next**.

14. In the **Select Objects** page, select the objects you want to import and specify how the import handles duplicate object names.
15. Specify the criteria to use to create relationships and click Import.
   Framework Manager displays the number of imported objects and a list of objects that it could not import.

16. Click **Finish**.

### MicroStrategy Configuration

MicroStrategy is a business intelligence platform that allows you to analyze, distribute, and customize business information. MicroStrategy Desktop allows you to create projects and reports. Within a project, you can create data source connections and import data source metadata.

To configure MicroStrategy to access an SQL data service, complete the following tasks:

1. Create the database instance and connection.
2. Configure the SQL generation options.

#### Step 1. Create the Database Instance and Connection

Use MicroStrategy Desktop to create the database instance and database connection. MicroStrategy retrieves SQL data service metadata through the database instance.

2. Create a project.
3. Select Schema > Warehouse Catalog to open the project Warehouse Catalog. The Warehouse Database Instance dialog box appears.


5. Click Next.

6. In the Database Instance General Information page, enter a name for the database instance and select Generic DBMS as the database type.
7. Click Next.

8. In the ODBC Data Source Information page, select the ODBC data source name for the SQL data service and enter the Informatica domain user name and password.

9. Click Finish.

10. Click OK to close the Warehouse Database Instance dialog box.

11. Select Schema > Warehouse Catalog to open the Warehouse Catalog.

12. Click Options.

13. Select Warehouse Connection.
14. In the Warehouse Connection settings, select the database instance and click Edit. The Database Instances dialog box opens.

15. Click New to create a database connection.

The Database Connections dialog box opens.
16. On the **General** tab, enter a database connection name and select the ODBC data source name for the SQL data service.

17. Click the **Advanced** tab.

18. Set the following options:
   - Select the **Multi-threaded** database driver mode.
   - Select the **Use parameterized queries** option.
   - Set the character set encoding option for Windows and UNIX drivers to **Non UTF-8**.

19. Click **OK** to close the **Database Connections** dialog box.

20. Click **OK** to close the **Database Instances** dialog box.

21. In the Warehouse Catalog, select **Read Settings**.
22. In the **Read Settings**, select **Use standard ODBC calls to obtain the database catalog**.
23. Click **OK**.
24. In the **Warehouse Catalog**, click **Save and Close** to save the changes.

**Step 2. Configure the SQL Generation Options**

The virtual tables in an SQL data service are read-only tables. Configure the SQL generation options to prevent MicroStrategy Desktop users from trying to write data to the virtual database.

1. Select **Schema > SQL Generation Options** to open the SQL generation options.
2. In the **SQL Data Warehouses** settings, select the database instance you use to connect to the SQL data service.
3. Click VLDB Properties to edit the VLDB properties for the database instance.
4. Open the Tables settings.
5. In the Drop Temp Tables Method settings, set the drop temp table method to Do nothing.
6. In the Intermediate Table Type settings, set the intermediate table type to Derived table.
7. In the Table Creation Type settings, set the table creation type to Implicit Table.
8. In the CREATE and INSERT Support settings, select the Create and insert are not supported option.
9. Save and close the SQL generation options.

Oracle Business Intelligence Enterprise Edition 11g Configuration

You can access the virtual data in an SQL data service through the Oracle Business Intelligence Enterprise Edition 11g (OBIEE 11g). Import metadata from an SQL data service into the OBIEE 11g to generate reports.

Import metadata from databases and other data sources to populate the physical layer. You can import schemas or portions of schemas from existing data sources. You can manually create objects in the physical layer.

To configure the OBIEE 11g to access an SQL data service, complete the following tasks:
1. Open the Oracle BI Administration Tool.
2. Create a new repository.
   - The New Repository dialog opens with the Repository folder selected by default.
3. Name the file <RPDfilename>.rpd and enter the repository password twice.
4. Select the data source name created for the ODBC connection.
5. Select the **Metadata Types** to import and click **Next**.
6. Select the **Metadata Objects** and click **Finish**.

---

**Oracle Database Gateway Configuration**

Oracle Database Gateway provides ODBC access to heterogeneous data sources through Oracle client software. You can use Oracle Database Gateway to query and join data from different data sources.

You can access the virtual data in an SQL data service through Oracle Database Gateway. You can use Oracle client software to query an SQL data service. The query returns data as if it came from an Oracle database. You can join virtual data from an SQL data service with data from other data sources.

You must change the configuration of Oracle Database Gateway to query an individual SQL data service. You can query multiple SQL data services, but you must configure individual ODBC connections for each SQL data service that you want to query.

For more information about configuring Oracle Database Gateway with an SQL data service, see the Informatica How-To Library article, “Configuring Oracle Database Gateway for Informatica Data Services”:

---

**QlikView Configuration**

You can access the virtual data in an SQL data service through QlikView. To read data from an SQL data service into your QlikView document, use the Script Editor. The script that you create uses an ODBC connection to connect to and retrieve data from the SQL data service.

1. Create a QlikView document.
2. Select **File > Edit Script**.
   
   The **Edit Script** dialog box appears.
3. In the **Data** view, select ODBC as the database and click **Connect**. The **Connect to Data Source** dialog box appears.

4. Select the ODBC data source name for the SQL data service and enter the user name and password for the Informatica domain user.

5. Click **Test Connection** to test the connection.

6. Click **OK** to close the connection results.

7. Click **OK** to close the **Connect to Data Source** dialog box.
8. In the **Data** view of the **Edit Script** dialog box, click **Select** to create an SQL SELECT statement that retrieves information from the SQL data service.

9. Click **OK**.

10. Run the script to retrieve data from the SQL data service.
    a. Click the **Reload** button on the QlikView worksheet.
    
    ![QlikView screenshot showing the Reload button](image)

    b. Click **OK** and save the worksheet.
    c. After the script runs, click **Close**.
    d. Right-click within the worksheet and choose **Select Fields**...
       The **Sheet Properties** dialog box appears.
    e. Add the required fields to **Fields Displayed in Listboxes** and click **Apply > OK**. The listboxes appear in the QlikView worksheet.

---

**SQL Server Business Intelligence Development Studio Configuration**

Business Intelligence Development Studio is an integrated development environment used for developing data analysis and business intelligence solutions that utilizes SQL Server Reporting Services. You can access the virtual data in an SQL data service with SQL Server Business Intelligence Development Studio.

Use the **Report Wizard** to connect to a data source and create a report. The Business Intelligence Development Studio imports data from an SQL data service based on the connection information.

To configure SQL Server Business Intelligence Development Studio, complete the following tasks:

1. Open the Business Intelligence Development Studio.
2. Create a new project and select **Business Intelligence Project** as the project type.
3. Select the **Report Server Project Wizard**.
4. Enter a project name and click **OK**.
   The **Report Wizard** dialog box appears.
5. Click **Next**.
6. Select **New Data Source**.
7. Enter the data source name and select **ODBC** as the type.
8. Click **Edit**.
   The **Connection Properties** dialog box appears.
9. Enter the connection properties.
The following table describes the connection properties that you enter:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data Source Name</td>
<td>Select the ODBC data source name for the SQL data service.</td>
</tr>
<tr>
<td>User ID</td>
<td>Informatica domain user name.</td>
</tr>
<tr>
<td>Password</td>
<td>Informatica domain user password.</td>
</tr>
</tbody>
</table>

10. Click **Test Connection** to validate the connection.
11. Click **Next**.
12. Click **Query Builder** and enter a username and password.
The **Query Designer** window appears.
13. Select the **Add** table option.
The **Add Table** dialog box appears.
14. Select tables and click **Add**.
15. Assign a relation or join tables manually.
16. Run an SQL query and verify that the data displays as expected.
17. Click **OK**.
18. Select **Tabular** or **Matrix** as the report type and click **Next**.
19. Select the available fields and click **Next**.
20. Enter a report name and click **Finish** to create the report.

---

**SQuirreL SQL Client Configuration**

You can access the virtual data in an SQL data service through SQuirreL SQL Client. SQuirreL SQL Client allows you to view the structure of a database and browse and query the data.

To configure SQuirreL SQL Client to access an SQL data service, complete the following tasks:

1. Copy the Informatica JDBC driver to the SQuirreL SQL Client library directory.
2. Create the Informatica JDBC driver and the database alias in SQuirreL SQL Client.

After you perform these tasks, you can import data from an SQL data service into SQuirreL SQL Client.

**Step 1. Copy the Driver File**

Copy the Informatica JDBC driver to the SQuirreL SQL Client library directory.

- Copy the Informatica JDBC driver, **infadsjdbc.jar**, from the following directory:
  
  `<Informatica Installation Directory>\tools\jdbcdrv\`

  To the following directory:
  
  `<SQuirreL SQL Client Installation Directory>\lib>`
Step 2. Create the Driver and Alias

To read data from an SQL data service into SQuirreL SQL Client, create a driver definition and a database alias. SQuirreL SQL Client uses the driver definition and the database alias to enable you to view the SQL data service structure, browse the data in virtual tables, and enter SQL queries.

1. Open the Drivers list window.
2. Select Drivers > New Driver.
   The Add Driver dialog box appears.

3. Enter the driver properties.
   The following table describes the driver properties that you can enter:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Name</td>
<td>Informatica JDBC Driver</td>
</tr>
<tr>
<td>Example URL</td>
<td>jdbc:informatica:sqlds/optional security domain\optional user name/optional user password@domain host name:domain HTTP port?dis=Data Integration Service name&amp;sqlds=runtime SQL data servicename</td>
</tr>
<tr>
<td>Website URL</td>
<td>jdbc:informatica:sqlds/optional security domain\optional user name/optional user password@domain host name:domain HTTP port?dis=Data Integration Service name&amp;sqlds=runtime SQL data servicename</td>
</tr>
<tr>
<td>Extra Class Path</td>
<td>&lt;Informatica Installation Directory\tools\jdbcdrv\infadsjdbc.jar</td>
</tr>
<tr>
<td>Class Name</td>
<td>com.informatica.ds.sql.jdbcdrv.INFADriver</td>
</tr>
</tbody>
</table>

4. Click OK.
   SQuirreL SQL Client displays a message saying that driver registration is successful.
5. Open the Aliases list window.

The Add Alias dialog box appears.

7. Enter the alias properties.

The following table describes the alias properties that you can enter:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Name</td>
<td>Alias name.</td>
</tr>
<tr>
<td>Driver</td>
<td>Select the new driver.</td>
</tr>
<tr>
<td>URL</td>
<td>jdbc:informatica:sqldes/&lt;optional security domain&gt;/&lt;optional user name&gt;/</td>
</tr>
<tr>
<td></td>
<td>&lt;optional user password&gt;@&lt;domain host name&gt;:&lt;domain HTTP port&gt;?dis=&lt;Data</td>
</tr>
<tr>
<td></td>
<td>Integration Service name&gt;&amp;sqlds=&lt;runtime SQL data servicename&gt;</td>
</tr>
<tr>
<td>User Name</td>
<td>Informatica domain user name.</td>
</tr>
<tr>
<td>Password</td>
<td>Informatica domain user password.</td>
</tr>
</tbody>
</table>

8. Click Test.

SQuirreL SQL Client displays a message saying that the connection is successful.

9. Click OK.
Tableau Configuration

You can access the virtual data in an SQL data service through Tableau. Tableau uses the ODBC driver to read source data from an SQL data service.

1. Right-click Tableau and choose Run as Administrator.
2. Click Connect to data.
3. Click Other Databases (ODBC).
4. Select DSN to use an existing ODBC connection or select Driver to provide the credentials to connect to the SQL data service using the ODBC driver.

   If you select Driver, provide the connection information to connect to an SQL data service. Tableau saves the credentials and options in the Tableau Workbook (.twb) file when you save the report. By default, the .twb files are located in the following directory C:\Users\<username>\Documents\My Tableau Repository\Workbooks.
5. Click Connect.
6. Use Tableau to create a report from an SQL data service.
7. If you need to drag and drop date or numeric fields in Tableau, make the following modifications on the Tableau Workbook file:
   a. Locate the line <connection-customization class='genericodbc' enabled='true' version='8.1'>, and verify that enabled = 'true'.
   b. Modify the SQL_NUMERIC_FIELDS field. Change the value to 6029280: <customization name='SQL_MAX_IDENTIFIER_LEN' value='0' /> <customization name='SQL_NUMERIC_FUNCTIONS' value='6029280' /> <customization name='SQL_ODBC_INTERFACE_CONFORMANCE' value='1' />

   For more information about Tableau customization, see the Tableau documentation.

RELATED TOPICS:

- "Configure ODBC Connections on Windows" on page 55

Toad for Data Analysts Configuration

Toad for Data Analysts is a database query tool. You can access the virtual data in an SQL data service with Toad for Data Analysts. Use the Navigation Manager in Toad for Data Analysts to maintain and create database connections.

If you connect to one or more databases, use the 'Connections' toolbar to specify the active connection to assign the database connection Toad uses for any new windows or operations.

To configure Toad for Data Analysts to access an SQL data service, complete the following tasks:
1. Select the new connection option in the toolbar.
   The Create New Connection dialog box appears.
2. Select Generic ODBC from the Group list box.
3. Click in the Data Source Name field.
4. Click Add.
5. Select the ODBC driver from the list, and click Finish.
6. Specify the configuration properties required for the database in the windows configuration dialog box. The following table describes the configuration properties that you can specify:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data Source Name</td>
<td>Select the ODBC data source name for the SQL data service.</td>
</tr>
<tr>
<td>User ID</td>
<td>Informatica domain user name.</td>
</tr>
<tr>
<td>Password</td>
<td>Informatica domain user password.</td>
</tr>
</tbody>
</table>

7. Specify the connection properties in the Create New Connection dialog. The following table describes the connection properties that you can specify:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
</table>
| Use data source name | Select to display the Data source names.  
Deselect to display the driver names. |
| Data source name | Select the data source name you added in the previous steps. |
| User            | Enter the user name to use when connecting.           |
| Password        | Enter the password to use when connecting.            |
| Database        | Specify the location of the database schema.          |
| Data Source Name| Displays the selected data source name.                |
| Driver          | Displays the ODBC driver associated with the data source. |
| Category        | Select or create a category if you want to color code Editor tabs for a specific connection. This can help differentiate between development and production databases. You can also set an option to color code the Object Explorer pane and object editor windows. |

8. Click Connect to save the connection and immediately connect to the database, or click Save to save the connection without connecting to the database.

**WinSQL Configuration**

You can access the virtual data in an SQL data service through WinSQL. To read data from an SQL data service into WinSQL, create a new connection. WinSQL imports data from the SQL data service based on the connection information.

1. Create a query.
2. Select File > New Connection.
The ODBC Data Source dialog box appears.

3. Enter the ODBC data source properties.

The following table describes the ODBC data source properties that you can enter:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data Source Name</td>
<td>Select the ODBC data source name for the SQL data service.</td>
</tr>
<tr>
<td>User ID</td>
<td>Informatica domain user name.</td>
</tr>
<tr>
<td>Password</td>
<td>Informatica domain user password.</td>
</tr>
<tr>
<td>Database Type (WinSQL Plugin)</td>
<td>Select Generic ODBC.</td>
</tr>
</tbody>
</table>

4. Click OK.

Troubleshooting Third-Party Client Tools

An error occurs when I query an SQL data service using Oracle Heterogeneous Services (OHS).

If you use Oracle Heterogeneous Services (OHS) to access data services directly from an Oracle query, add quotation marks around the database link when you configure the Oracle 11g environment to connect to the ODBC.

You can use the following syntax to configure the database link in an Oracle 11g environment:

```sql
CREATE DATABASE LINK "DataService_Link"
CONNECT TO "userID" IDENTIFIED BY "password"
USING 'DataService ODBC DSN';
```
For example:

CREATE DATABASE LINK "IDS_LINK1"
CONNECT TO "Admin" IDENTIFIED BY "Admin1234"
USING 'ids1';

An SQL data service is case-sensitive. When you query an SQL data service, the virtual schema and table name must be identical to the names defined in the SQL data service.

An error occurs when I test a new ODBC connection through the Informatica Data Services ODBC Driver:

[SQLCMN_10007] The SQL Service Module could not find an SQL data service on the server with the name ['SQL data service name']. Check the SQL data service name.

When you enter the SQLData Service Name, use the correct syntax. This is the correct syntax:

<application>.<SQL data service name>

A library error occurs when I create, configure, or test an ODBC connection.
Verify that the PATH environment variable has not exceeded the character limit and that it includes the path to the ODBC driver installation directory.
Installing and Configuring Drivers for PowerCenter

Installing and Configuring Drivers for PowerCenter Overview

You can connect to an SQL data service from PowerCenter®. Before you connect from PowerCenter, you must install and configure the drivers on both the PowerCenter Client and PowerCenter Integration Service machines. After you install and configure the drivers, you can import the SQL data service into the PowerCenter Client and run sessions with the PowerCenter Integration Service.

Before you can connect to an SQL data service from PowerCenter, you must perform the following tasks:

1. Record the Informatica domain information.
2. Install or upgrade the Informatica JDBC/ODBC drivers for PowerCenter.
3. Configure the Informatica JDBC/ODBC drivers for PowerCenter.

Before You Install the Drivers

Before you install the Informatica JDBC/ODBC drivers for PowerCenter, you must extract the installer files. You must also record information about the domain.
Extract the Installer Files

The installer files are compressed and distributed as a zip file on Windows and as a tar file on UNIX.

Use a zip utility, a native tar utility, or a GNU tar utility to extract the installer files to a directory on your machine.

You can extract the installer files in the following ways:

- Installation DVD. Download the Informatica zip or tar file from the installation DVD to a directory on your machine and then extract the installer files. Or, extract the installer files directly from the DVD to a directory on your machine.
- FTP download. Download the Informatica installation zip or tar file from the Informatica Electronic Software Download site to a directory on your machine and then extract the installer files.

Record Informatica Domain Information

When you install and configure the drivers to access an SQL data service, you need to know information about the domain. If you do not have the domain information, contact the Informatica domain administrator.

The following table describes information that you need to know about the domain:

<table>
<thead>
<tr>
<th>Required Information</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data Integration Service name</td>
<td>Data Integration Service that runs the application that contains the SQL data service.</td>
</tr>
<tr>
<td>Domain host name</td>
<td>Machine that hosts the Informatica domain.</td>
</tr>
<tr>
<td>Domain HTTP port</td>
<td>Informatica domain HTTP port number.</td>
</tr>
<tr>
<td>SQL data service name</td>
<td>Name of the SQL data service that contains the virtual tables you want to query or the virtual stored procedures that you want to run. The run-time SQL data service name includes the application name that contains the SQL data service and uses the following format: <code>&lt;application name&gt;.&lt;SQL data service name&gt;</code></td>
</tr>
<tr>
<td>Security domain name</td>
<td>Informatica security domain name. Required if the Informatica user account is in an LDAP security domain.</td>
</tr>
<tr>
<td>User name</td>
<td>Informatica domain user name.</td>
</tr>
<tr>
<td>User password</td>
<td>Informatica domain user password.</td>
</tr>
<tr>
<td>Required Information</td>
<td>Description</td>
</tr>
<tr>
<td>----------------------</td>
<td>-------------</td>
</tr>
<tr>
<td>Truststore file</td>
<td>If the Informatica domain has secure communication enabled, you must have the location of the truststore file that contains the SSL certificate for the domain.</td>
</tr>
</tbody>
</table>
| Authentication type   | The mode of authentication used to connect to the SQL data service. You can select one of the following authentication modes: **Native or LDAP Authentication**

  Uses an Informatica domain user account to connect to the SQL data service in an Informatica domain that uses Native or LDAP authentication. The user account can be in a native or LDAP security domain.

**Kerberos with keytab**

  Uses the service principal name (SPN) of an Informatica domain user account to connect to the SQL data service in an Informatica domain that uses Kerberos authentication.

**Kerberos with user name and password**

  Uses an Informatica domain user account to connect to the SQL data service in an Informatica domain that uses Kerberos authentication.

**Logged in user**

  Uses the user account logged in to the client machine to connect to the SQL data service in an Informatica domain that uses Native, LDAP, or Kerberos authentication. |

### Install the Drivers on Windows

Before you can connect to an SQL data service from PowerCenter, you must install or upgrade the Informatica Data Services JDBC/ODBC drivers for PowerCenter. Install the drivers on the machine that you connect to the SQL data service from. You can install the drivers on multiple machines in graphical mode or silent mode.

The Informatica driver version must match the Informatica version.

### Install the Drivers for PowerCenter in Graphical Mode

To install or upgrade the drivers in graphical mode, run the Informatica JDBC/ODBC driver for PowerCenter installer.

1. Close all other applications.
2. Navigate to the root directory of the extracted installer files.
3. Run `install.bat`.
4. Choose to install or upgrade the drivers.
5. Click **Next**.

The **Installation Prerequisites** page displays the system requirements. Verify that all installation requirements are met before you continue the installation.

6. Click **Next**.
7. On the **Installation Directory** page, enter the absolute path for the installation directory.
8. On the **Pre-Installation Summary** page, review the installation information, and click **Install**.
   The installer copies the driver files to the installation directory. The **Post-Installation Summary** page indicates whether the installation completed successfully.
9. Click **Done**.
   You can view the installation log files to get more information about the tasks performed by the installer.

**Install the Drivers for PowerCenter in Silent Mode**

To install or upgrade the drivers without user interaction, install in silent mode. Use a properties file to specify the installation options. The driver installer reads the file to determine the installation options.

Use the silent mode installation to install the drivers on multiple machines on the network or to standardize the installation across machines.

1. Use a text editor to open and change the values of the properties in the file.
   The following table describes the installation properties that you can change:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>INSTALL_TYPE</td>
<td>Indicates whether to install or upgrade the drivers.</td>
</tr>
<tr>
<td>USER_INSTALL_DIR</td>
<td>Informatica driver installation directory. For example, C:\Informatica&lt;version&gt;.</td>
</tr>
</tbody>
</table>

   - Enter 0 to install the drivers.
   - Enter 1 to upgrade the drivers.
   Default is 0.

2. Save the properties file.
3. Navigate to the root directory of the extracted installer files.
4. To run the silent installation, double-click `silentInstall.bat`.
   The silent installer runs in the background. The silent installation is complete when the `Informatica_<Version>_Driver_InstallLog.log` file is created in the root directory.
   The silent installation fails if you incorrectly configure the properties file or if the installation directory is not accessible. View the installation log file in `SYSTEM_DRIVE_ROOT\silentErrorLog.log`. Correct the errors, and then run the silent installation again.

**Configure ODBC Connections on Windows**

Before you can connect to an SQL data service on Windows, you must configure the Informatica ODBC driver.

1. Open the **Administrative Tools** from the Windows Control Panel.
2. Open the **Data Sources (ODBC)** shortcut.
   The **ODBC Data Source Administrator** appears.
3. Click **Add**.
4. Select the **Informatica Data Services ODBC Driver for PowerCenter**.
5. Click **Finish**.
6. Configure the driver options.

The following table describes the driver options and values that you can configure:

<table>
<thead>
<tr>
<th>Option</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>DSN Name</td>
<td>Any valid data source name.</td>
</tr>
<tr>
<td>Connect String</td>
<td>Connection string for the JDBC connection.</td>
</tr>
<tr>
<td></td>
<td>The JDBC connection string uses the following syntax:</td>
</tr>
<tr>
<td></td>
<td>jdbc:informatica:sqlds/&lt;optional security domain&gt;/&lt;optional user name&gt;/&lt;optional user password&gt;@&lt;domain host name&gt;:&lt;domain HTTP port&gt;?dis=&lt;Data Integration Service name&gt;&amp;sqlds=&lt;run-time SQL data service name&gt;</td>
</tr>
<tr>
<td>Location for INFADSJDBC.JAR</td>
<td>Path and file name of infadsjdbc.jar. Click Browse to select the jar file for the driver. By default, the jar file is installed in the following directory: &lt;informatica installation directory&gt;/tools/jdbcdrv</td>
</tr>
<tr>
<td>JVM Options</td>
<td>Optional. JVM parameters that you can set to configure the JDBC connection. Use the following arguments to configure the parameters:</td>
</tr>
<tr>
<td></td>
<td>- java -Xms&lt;size&gt;. Sets the initial Java heap size.</td>
</tr>
<tr>
<td></td>
<td>- java -Xmx&lt;size&gt;. Sets the maximum Java heap size.</td>
</tr>
<tr>
<td></td>
<td>For example, java -Xmx2048m -Xms256m starts the JVM with 256 MB of memory, and allows the process to use up to 2048 MB of memory.</td>
</tr>
<tr>
<td>Treat Length as Characters</td>
<td>Disabled.</td>
</tr>
<tr>
<td>(Deferred Parameters)</td>
<td></td>
</tr>
<tr>
<td>Multithreaded application</td>
<td>Enabled.</td>
</tr>
</tbody>
</table>

7. Click **Test Connection** to verify that the connection is valid and then click **OK**.

**Install the Drivers on UNIX**

Before you can connect to an SQL data service from PowerCenter, you must install or upgrade the Informatica Data Services JDBC/ODBC drivers for PowerCenter. Install the drivers on the machine that you connect to the SQL data service from. You can install the drivers on multiple machines in console or silent mode.

Before you can connect to an SQL data service on UNIX, you must perform the following tasks:

1. Install or upgrade the Informatica JDBC/ODBC drivers for PowerCenter.
2. Configure the shared library environment variable.
3. Configure the odbc.ini file.
Install the Drivers for PowerCenter in Console Mode

To install or upgrade the drivers in console mode, run the Informatica JDBC/ODBC driver for PowerCenter installer.

1. Log in to the machine with a system user account.
2. Close all other applications.
3. Navigate to the root directory of the extracted installer files.
4. At the command prompt, extract the install media.
5. Run `install.sh`.
6. Select one of the following options:

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Install the drivers.</td>
</tr>
<tr>
<td>2</td>
<td>Upgrade the drivers.</td>
</tr>
</tbody>
</table>

7. Press Enter.
   The Installation Prerequisites section displays the system requirements.
8. Verify that all installation requirements are met before you continue the installation.
   The Installation Directory section appears.
10. Enter the absolute path for the installation directory.
11. Press Enter.
12. In the Pre-Installation Summary section, review the installation information, and then press Enter.
13. Press Enter.
   For more information about the install tasks, see the installation debug log.

Install the Drivers for PowerCenter in Silent Mode

To install or upgrade the drivers without user interaction, install in silent mode. Use a properties file to specify the installation options. The driver installer reads the file to determine the installation options.

Use the silent mode installation to install the drivers on multiple machines on the network or to standardize the installation across machines.

1. Use a text editor to open and change the values of the properties in the file.
The following table describes the installation properties that you can change:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>INSTALL_TYPE</td>
<td>Indicates whether to install or upgrade the drivers.</td>
</tr>
<tr>
<td></td>
<td>• Enter 0 to install the drivers.</td>
</tr>
<tr>
<td></td>
<td>• Enter 1 to upgrade the drivers.</td>
</tr>
<tr>
<td></td>
<td>Default is 0.</td>
</tr>
<tr>
<td>USER_INSTALL_DIR</td>
<td>Informatica driver installation directory. For example, C:\Informatica&lt;version&gt;.</td>
</tr>
</tbody>
</table>

2. Save the properties file.
3. Navigate to the root directory of the extracted installer files.
4. To run the silent installation, double-click `silentInstall.bat`.
   - The silent installer runs in the background. The silent installation is complete when the `Informatica_<Version>_Driver_InstallLog.log` file is created in the root directory.
   - The silent installation fails if you incorrectly configure the properties file or if the installation directory is not accessible. View the installation log file in `SYSTEM_DRIVE_ROOT`. For example, C:\silentErrorLog.log. Correct the errors, and then run the silent installation again.

### Configure ODBC Connections on UNIX

If the PowerCenter Integration Service runs sessions against an SQL data service on UNIX, you must update the shared library environment variable and the `odbc.ini` file.

#### Configure the Shared Library Environment Variable

Configure the shared library environment variable to include the directories where the Java Virtual Machine and driver manager library files reside.

Configure the shared library environment variable based on the operating system. The following table lists the shared library environment variable for each operating system:

<table>
<thead>
<tr>
<th>Operating System</th>
<th>Shared Library Environment Variable</th>
</tr>
</thead>
<tbody>
<tr>
<td>AIX</td>
<td>LIBPATH</td>
</tr>
<tr>
<td>HP-UX</td>
<td>SHLIB_PATH</td>
</tr>
<tr>
<td>Linux</td>
<td>LD_LIBRARY_PATH</td>
</tr>
<tr>
<td>Solaris</td>
<td>LD_LIBRARY_PATH</td>
</tr>
</tbody>
</table>

Configure the shared library environment variable to include the following directories:

- The directory where the platform libjvm and j9vm libraries reside.
- The directory where the driver manager library files reside. Use the DataDirect driver manager. The DataDirect driver manager is found in `ODBCHOME/lib`. 


Use the DataDirect driver manager to create an OBDCINST environment variable to point to the odbcinst.ini file.

**Configure the ODBC Files**

Before you can connect to an SQL data service on UNIX, you must configure the odbc.ini and odbcinst.ini files.

Store the odbcinst.ini file in any location. Use the $(ODBCINST) environment variable to point to the odbcinst.ini file.

1. **Edit odbc.ini or copy odbc.ini to the home directory and edit it.**
   - This file exists in the $ODBCHOME directory.
   - `$ cp $ODBCHOME/odbc.ini $HOME/.odbc.ini`

2. **Add an entry for the ODBC user under the section [<user name>_odbc].**
   - For example:
     ```
     [<user name>_odbc]
     ConnectionString=jdbc:informatica:sqlds/<optional security domain>/<user name>/<user
     password>$<domain host name>$<domain HTTP port>$dis=<Data Integration Service
     name>$sqlqs=<run-time SQL data service name>$authType=<type>
     Driver=[$ODBC_DRIVER_INSTALL_LOCATION/odbcdrv/libinfadsodbc.so
     IsMultiThreaded=true
     JDBCdriverLocation=<Informatica installation directory>/tools/jdbcdrv/infadsjdbc.jar
     UseDetach=false

     The Authentication Mode parameter can have one of the following values:
     - native_uid
     - kerberos_keytab
     - kerberos_uid
     - sso
     ```

3. **Add the driver and setup entries to the odbcinst.ini file.**
   - For example:
     ```
     [Informatica Data Services ODBC Driver for PowerCenter <version>]
     Driver=<Complete path to driver>
     Setup=<Complete path to driver>
     ```
     ```
     Driver=[$ODBC_DRIVER_INSTALL_LOCATION/odbcdrv/libinfadsodbc.so
     Setup=[$ODBC_DRIVER_INSTALL_LOCATION/odbcdrv/libinfadsodbc.so
     ```

**Troubleshooting ODBC Connections for PowerCenter**

**The ODBC application consumes large amounts of data.**

Increase the maximum amount of memory available to the Java Virtual Machine (the -Xmx value).

To increase the -Xmx value, set the environment variable INFA_ODBCJVM to -Xmx<megabytes>m. For example, to set the -Xmx value to 64 MB, set INFA_ODBCJVM to -Xmx 64m. If you set the -Xmx value to a very large value, for example >500 MB, the Memory Manager may not be able to allocate the memory.
A mapping that contains a Lookup transformation fails.
When a mapping that was created in PowerCenter contains a lookup to an SQL data service through ODBC, and the Lookup transformation performs the lookup before the mapping executes Java transformations, the Lookup will fail. The reason is that when the mapping connects through ODBC to run the Lookup, the connection creates a JVM. This JVM lacks knowledge of the classpath that the later Java transformation needs for its connection.

To work around this issue, enable the PowerCenter ODBC driver.

To do this, you must edit the infaservice.bat or infaservice.sh file to set the classpath. For example:

```bash
set CLASSPATH=D:\Informatica\96lhfl\1007\server\source\server\bin\javlib
\pmserversdk.jar;D:\Informatica\96lhfl\1007\server\source\server\bin\javlib\pmjtx.jar
call "%CATALINA_HOME%\bin\setclasspath.bat"
set CLASSPATH=%INFA_JAVA_CMD_CLASSPATH%;%CLASSPATH%;%JAVA_HOME%\lib\tools.jar;
%CATALINA_HOME%\bin\bootstrap.jar;%CATALINA_HOME%\bin\tomcat-juli.jar;%INFA_HOME%
\services\shared\jars\platform\infatomcatbootstrap.jar;
```

After you edit the classpath, restart the domain for your changes to take effect.

The Informatica Data Services ODBC/JDBC driver for PowerCenter does not support single sign-on based authentication when the driver is used with PowerCenter clients to import virtual tables in Informatica domains that use Kerberos authentication.

You must provide the keytab or username and password to import virtual tables and run workflows with the ODBC/JDBC driver and PowerCenter client.
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SQL Data Service Administration Overview

After you deploy an SQL data service to a Data Integration Service, you can configure the service, assign users permissions for the service, view logs, and monitor service requests. You must have the appropriate privileges in order to perform these tasks.

After you deploy an SQL data service to a Data Integration Service, you can complete the following tasks:

- Assign permissions. Enable SQL data service security and assign permissions on SQL data service objects.
- Configure the SQL data service. Configure read-only general properties, Data Integration Service settings, logical data object, and caching properties.
- View the SQL data service logs. View Data Integration Service logs for an SQL data service.
- Monitor the SQL data service. Use the Administrator tool or the Monitoring tool to monitor SQL data service requests.
SQL Data Service Security Management

You manage user security with privileges and permissions. Permissions define the level of access users have to an SQL data service. You can deny access to columns and rows in a virtual table. You can use credentials to restrict access to data in an SQL data service.

You can assign permissions to users and groups on the following SQL data service objects:

- SQL data service
- Virtual table
- Virtual stored procedure

When you assign permissions on an SQL data service object, the user or group inherits the same permissions on all objects that belong to the SQL data service object. For example, you assign a user select permission on an SQL data service. The user inherits select permission on all virtual tables in the SQL data service.

You can deny permissions to users and groups on some SQL data service objects. When you deny permissions, you configure exceptions to the permissions that users and groups might already have. For example, you cannot assign permissions to a column in a virtual table, but you can deny a user from running an SQL SELECT statement that includes the column.

You can restrict access to specific columns and rows to prevent users from accessing data in an SQL data service when they query a virtual table. Configure column level security to restrict access to specific columns in a virtual table. Configure row level security to restrict access to specific rows of data in a virtual table.

Apply pass-through security to restrict access to data in an SQL data service based on user credentials.

Types of SQL Data Service Permissions

You can assign the following permissions to users and groups:

- Grant permission. Users can grant and revoke permissions on the SQL data service objects using the Administrator tool or using the `infacmd` command line program.
- Execute permission. Users can run virtual stored procedures in the SQL data service using a JDBC or ODBC client tool.
- Select permission. Users can run SQL SELECT statements on virtual tables in the SQL data service using a JDBC or ODBC client tool.

Some permissions are not applicable for all SQL data service objects.

The following table describes the permissions for each SQL data service object:

<table>
<thead>
<tr>
<th>Object</th>
<th>Grant Permission</th>
<th>Execute Permission</th>
<th>Select Permission</th>
</tr>
</thead>
<tbody>
<tr>
<td>SQL data service</td>
<td>Grant and revoke permission on the SQL data service and all objects within the SQL data service.</td>
<td>Run all virtual stored procedures in the SQL data service.</td>
<td>Run SQL SELECT statements on all virtual tables in the SQL data service.</td>
</tr>
<tr>
<td>Virtual table</td>
<td>Grant and revoke permission on the virtual table.</td>
<td>-</td>
<td>Run SQL SELECT statements on the virtual table.</td>
</tr>
<tr>
<td>Virtual stored procedure</td>
<td>Grant and revoke permission on the virtual stored procedure.</td>
<td>Run the virtual stored procedure.</td>
<td>-</td>
</tr>
</tbody>
</table>
Column Level Security

Column level security is the ability to deny access to individual columns in a virtual table. When end users query columns that they are not authorized to view, the Data Integration Service returns substitute data values, null values, or an error.

An administrator can deny access to columns in a virtual table of an SQL data object. The administrator can configure the Data Integration Service behavior for queries against a restricted column.

The following results might occur when the user queries a column that the user does not have permissions for:

• The query returns a substitute value instead of the data. The query returns a substitute value in each row that it returns. The substitute value replaces the column value through the query. If the query includes filters or joins, the results substitute appears in the results.
• The query fails with an insufficient permission error.

Row Level Security

Row level security is a level of security that restricts rows of data from users or user groups when they query a virtual table. An administrator can create a security predicate that limits query access to specific rows of data.

A security predicate is an SQL WHERE clause that filters data out of the result set when you query a virtual table. The Data Integration Service modifies the query based on security predicates.

For example, a financial services company needs to integrate order data that is stored in disparate data sources and provide a single, integrated orders view. An administrator can create a virtual table that combines the order data and then restrict access to the table with security predicates so that users and groups see a particular data set when they query the table. Employees can access data for orders that they own and for orders in their region within a specified dollar amount.

Pass-Through Security

Pass-through security is the capability to connect to an SQL data service with the client user credentials instead of the credentials from a connection object.

Users might have access to different sets of data based on the job in the organization. Client systems restrict access to databases by the user name and the password. When you create an SQL data service, you might combine data from different systems to create one view of the data. However, when you define the connection to the SQL data service, the connection has one user name and password.

If you configure pass-through security, you can restrict users from some of the data in an SQL data service based on their user name. When a user connects to the SQL data service, the Data Integration Service ignores the user name and the password in the connection object. The user connects with the client user name or the LDAP user name.

Configure pass-through security for a connection in the connection properties of the Administrator tool or with infacmd dis UpdateServiceOptions. You can set pass-through security for connections to deployed applications. You cannot set pass-through security in the Developer tool. Only SQL data services and web services recognize the pass-through security configuration.

For more information about configuring security for SQL data services, see the Informatica How-To Library article "How to Configure Security for SQL Data Services":
Pass-Through Security with Data Object Caching

To use data object caching with pass-through security, you must enable caching in the pass-through security properties for the Data Integration Service.

When you deploy an SQL data service or a web service, you can choose to cache the logical data objects in a database. You must specify the database in which to store the data object cache. The Data Integration Service validates the user credentials for access to the cache database. If a user can connect to the cache database, the user has access to all tables in the cache. The Data Integration Service does not validate user credentials against the source databases when caching is enabled.

For example, you configure caching for the EmployeeSQLDS SQL data service and enable pass-through security for connections. The Data Integration Service caches tables from the Compensation and the Employee databases. A user might not have access to the Compensation database. However, if the user has access to the cache database, the user can select compensation data in an SQL query.

When you configure pass-through security, the default is to disallow data object caching for data objects that depend on pass-through connections. When you enable data object caching with pass-through security, verify that you do not allow unauthorized users access to some of the data in the cache. When you enable caching for pass-through security connections, you enable data object caching for all pass-through security connections.

Pass-through Security Properties

The following table describes the pass-through security properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Allow Caching</td>
<td>Allows data object caching for all pass-through connections in the Data Integration Service. Populates data object cache using the credentials from the connection object. <strong>Note:</strong> When you enable data object caching with pass-through security, you might allow users access to data in the cache database that they might not have in an uncached environment.</td>
</tr>
</tbody>
</table>

SQL Data Service Properties Configuration

Configure the SQL data service properties for each SQL data service that you deploy to a Data Integration Service.

To view or edit the properties of an SQL data service in the Administrator tool, select the Applications view of the Data Integration Service, expand the application name in the top panel, and select the SQL data service. The properties appear in the Properties view.

SQL Data Service Properties

SQL data service properties include read-only general properties and properties to configure the settings the Data Integration Service uses when it runs the SQL data service.

When you expand an SQL data service in the top panel of the Applications view, you can access the following objects contained in an SQL data service:

- Virtual tables
• Virtual columns
• Virtual stored procedures

The Applications view displays read-only general properties for SQL data services and the objects contained in the SQL data services. Properties that appear in the view depend on the object type.

The following table describes the read-only general properties for SQL data services, virtual tables, virtual columns, and virtual stored procedures:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Name</td>
<td>Name of the selected object. Appears for all object types.</td>
</tr>
<tr>
<td>Description</td>
<td>Short description of the selected object. Appears for all object types.</td>
</tr>
<tr>
<td>Type</td>
<td>Type of the selected object. Appears for all object types.</td>
</tr>
<tr>
<td>Location</td>
<td>The location of the selected object. This includes the domain and Data Integration Service name. Appears for all object types.</td>
</tr>
<tr>
<td>JDBC URL</td>
<td>JDBC connection string used to access the SQL data service. The SQL data service contains virtual tables that you can query. It also contains virtual stored procedures that you can run. Appears for SQL data services.</td>
</tr>
<tr>
<td>Column Type</td>
<td>Datatype of the virtual column. Appears for virtual columns.</td>
</tr>
</tbody>
</table>

The following table describes the configurable SQL data service properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Startup Type</td>
<td>Determines whether the SQL data service is enabled to run when the application starts or when you start the SQL data service. Enter ENABLED to allow the SQL data service to run. Enter DISABLED to prevent the SQL data service from running.</td>
</tr>
</tbody>
</table>
| Trace Level    | Level of error written to the log files. Choose one of the following message levels:  
|                |   - OFF 
|                |   - SEVERE 
|                |   - WARNING 
|                |   - INFO 
|                |   - FINE 
|                |   - FINEST 
|                |   - ALL 
<p>|                | Default is INFO.                                                              |
| Connection Timeout | Maximum number of milliseconds to wait for a connection to the SQL data service. Default is 3,600,000. |
| Request Timeout   | Maximum number of milliseconds for an SQL request to wait for an SQL data service response. Default is 3,600,000. |
| Sort Order        | Sort order that the Data Integration Service uses for sorting and comparing data when running in Unicode mode. You can choose the sort order based on your code page. When the Data Integration runs in ASCII mode, it ignores the sort order value and uses a binary sort order. Default is binary. |
| Maximum Active Connections | Maximum number of active connections to the SQL data service. |</p>
<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Result Set Cache Expiration Period</td>
<td>The number of milliseconds that the result set cache is available for use. If set to -1, the cache never expires. If set to 0, result set caching is disabled. Changes to the expiration period do not apply to existing caches. If you want all caches to use the same expiration period, purge the result set cache after you change the expiration period. Default is 0.</td>
</tr>
<tr>
<td>DTM Keep Alive Time</td>
<td>Number of milliseconds that the DTM instance stays open after it completes the last request. Identical SQL queries can reuse the open instance. Use the keep alive time to increase performance when the time required to process the SQL query is small compared to the initialization time for the DTM instance. If the query fails, the DTM instance terminates. Must be an integer. A negative integer value means that the DTM Keep Alive Time for the Data Integration Service is used. 0 means that the Data Integration Service does not keep the DTM instance in memory. Default is -1.</td>
</tr>
</tbody>
</table>
| Optimization Level               | The optimizer level that the Data Integration Service applies to the object. Enter the numeric value that is associated with the optimizer level that you want to configure. You can enter one of the following numeric values:  
  - 0. The Data Integration Service does not apply optimization.  
  - 1. The Data Integration Service applies the early projection optimization method.  
  - 2. The Data Integration Service applies the early projection, early selection, push-into, and predicate optimization methods.  
  - 3. The Data Integration Service applies the cost-based, early projection, early selection, push-into, predicate, and semi-join optimization methods. |

## SQL Properties

The following table describes the SQL properties for the Data Integration Service:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
</table>
| DTM Keep Alive Time | Number of milliseconds that the DTM instance stays open after it completes the last request. Identical SQL queries can reuse the open instance. Use the keep alive time to increase performance when the time required to process the SQL query is small compared to the initialization time for the DTM instance. If the query fails, the DTM instance terminates. Must be greater than or equal to 0. 0 means that the Data Integration Service does not keep the DTM instance in memory. Default is 0.  
You can also set this property for each SQL data service that is deployed to the Data Integration Service. If you set this property for a deployed SQL data service, the value for the deployed SQL data service overrides the value you set for the Data Integration Service. |
| Table Storage Connection | Relational database connection that stores temporary tables for SQL data services. By default, no connection is selected. |
The behavior of Maximum Memory Per Request depends on the following Data Integration Service configurations:

- The service runs jobs in separate local or remote processes, or the service property Maximum Memory Size is 0 (default).

  Maximum Memory Per Request is the maximum amount of memory, in bytes, that the Data Integration Service can allocate to all transformations that use auto cache mode in a single request. The service allocates memory separately to transformations that have a specific cache size. The total memory used by the request can exceed the value of Maximum Memory Per Request.

- The service runs jobs in the Data Integration Service process, and the service property Maximum Memory Size is greater than 0.

  Maximum Memory Per Request is the maximum amount of memory, in bytes, that the Data Integration Service can allocate to a single request. The total memory used by the request cannot exceed the value of Maximum Memory Per Request.

  Default is 50,000,000.

Skip Log Files

Prevents the Data Integration Service from generating log files when the SQL data service request completes successfully and the tracing level is set to INFO or higher. Default is false.

The following table describes the SQL properties for the Data Integration Service process:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Maximum # of Concurrent Connections</td>
<td>Limits the number of database connections that the Data Integration Service can make for SQL data services. Default is 100.</td>
</tr>
</tbody>
</table>

**Virtual Table Properties**

Configure whether to cache virtual tables for an SQL data service and configure how often to refresh the cache. You must disable the SQL data service before configuring virtual table properties.

The following table describes the configurable virtual table properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Enable Caching</td>
<td>Cache the virtual table in the data object cache database.</td>
</tr>
<tr>
<td>Cache Refresh Period</td>
<td>Number of minutes between cache refreshes.</td>
</tr>
<tr>
<td>Cache Table Name</td>
<td>The name of the user-managed table from which the Data Integration Service accesses the virtual table cache. A user-managed cache table is a table in the data object cache database that you create, populate, and manually refresh when needed. If you specify a cache table name, the Data Object Cache Manager does not manage the cache for the object and ignores the cache refresh period. If you do not specify a cache table name, the Data Object Cache Manager manages the cache for the object.</td>
</tr>
</tbody>
</table>
Virtual Column Properties

Configure the properties for the virtual columns included in an SQL data service.

The following table describes the configurable virtual column properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Create Index</td>
<td>Enables the Data Integration Service to generate indexes for the cache table based on this column. Default is false.</td>
</tr>
</tbody>
</table>
| Deny With                 | When you use column level security, this property determines whether to substitute the restricted column value or to fail the query. If you substitute the column value, you can choose to substitute the value with NULL or with a constant value. Select one of the following options:  
  - ERROR. Fails the query and returns an error when an SQL query selects a restricted column.  
  - NULL. Returns a null value for a restricted column in each row.  
  - VALUE. Returns a constant value for a restricted column in each row. |
| Insufficient Permission Value | The constant that the Data Integration Service returns for a restricted column. |

Virtual Stored Procedure Properties

Configure the property for the virtual stored procedures included in an SQL data service.

The following table describes the configurable virtual stored procedure property:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Result Set Cache Expiration Period</td>
<td>The number of milliseconds that the result set cache is available for use. If set to -1, the cache never expires. If set to 0, result set caching is disabled. Changes to the expiration period do not apply to existing caches. If you want all caches to use the same expiration period, purge the result set cache after you change the expiration period. Default is 0.</td>
</tr>
</tbody>
</table>

Logical Data Objects

The Applications view displays logical data objects included in applications that have been deployed to the Data Integration Service.

Logical data object properties include read-only general properties and properties to configure caching for logical data objects.

The following table describes the read-only general properties for logical data objects:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Name</td>
<td>Name of the logical data object.</td>
</tr>
<tr>
<td>Description</td>
<td>Short description of the logical data object.</td>
</tr>
<tr>
<td>Property</td>
<td>Description</td>
</tr>
<tr>
<td>------------------------</td>
<td>-----------------------------------------------------------------------------</td>
</tr>
<tr>
<td>Type</td>
<td>Type of the object. Valid value is logical data object.</td>
</tr>
<tr>
<td>Location</td>
<td>The location of the logical data object. This includes the domain and Data Integration Service name.</td>
</tr>
</tbody>
</table>

The following table describes the configurable logical data object properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Enable Caching</td>
<td>Cache the logical data object in the data object cache database.</td>
</tr>
<tr>
<td>Cache Refresh Period</td>
<td>Number of minutes between cache refreshes.</td>
</tr>
<tr>
<td>Cache Table Name</td>
<td>The name of the user-managed table from which the Data Integration Service accesses the logical data object cache. A user-managed cache table is a table in the data object cache database that you create, populate, and manually refresh when needed. If you specify a cache table name, the Data Object Cache Manager does not manage the cache for the object and ignores the cache refresh period. If you do not specify a cache table name, the Data Object Cache Manager manages the cache for the object.</td>
</tr>
</tbody>
</table>

The following table describes the configurable logical data object column properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Create Index</td>
<td>Enables the Data Integration Service to generate indexes for the cache table based on this column. Default is false.</td>
</tr>
</tbody>
</table>

**Logical Data Object/Virtual Table Cache Properties**

The following table describes the data object and virtual table cache properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cache Removal Time</td>
<td>The number of milliseconds that the Data Integration Service waits before cleaning up cache storage after a refresh. Default is 3,600,000.</td>
</tr>
<tr>
<td>Cache Connection</td>
<td>The database connection name for the database that stores the data object cache. Select a valid connection object name.</td>
</tr>
<tr>
<td>Property</td>
<td>Description</td>
</tr>
<tr>
<td>--------------------------------</td>
<td>-------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>Maximum Concurrent Refresh Requests</td>
<td>Maximum number of cache refreshes that can occur at the same time. Limit the concurrent cache refreshes to maintain system resources.</td>
</tr>
<tr>
<td>Enable Nested LDO Cache</td>
<td>Indicates that the Data Integration Service can use cache data for a logical data object used as a source or a lookup in another logical data object during a cache refresh. If false, the Data Integration Service accesses the source resources even if you enabled caching for the logical data object used as a source or a lookup. For example, logical data object LDO3 joins data from logical data objects LDO1 and LDO2. A developer creates a mapping that uses LDO3 as the input and includes the mapping in an application. You enable caching for LDO1, LDO2, and LDO3. If you enable nested logical data object caching, the Data Integration Service uses cache data for LDO1 and LDO2 when it refreshes the cache table for LDO3. If you do not enable nested logical data object caching, the Data Integration Service accesses the source resources for LDO1 and LDO2 when it refreshes the cache table for LDO3. Default is False.</td>
</tr>
</tbody>
</table>

The following table describes the data object cache properties:

<table>
<thead>
<tr>
<th>Property</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cache Removal Time</td>
<td>The number of milliseconds that the Data Integration Service waits before cleaning up cache storage after a refresh. Default is 3,600,000.</td>
</tr>
<tr>
<td>Cache Connection</td>
<td>The database connection name for the database that stores the data object cache. Select a valid connection object name.</td>
</tr>
</tbody>
</table>

**SQL Data Service Result Set Caching**

Result set caching enables the Data Integration Service to use cached results for SQL data service queries. Users that run identical queries in a short period of time may want to use result set caching to decrease the runtime of identical queries.

When you configure result set caching, the Data Integration Service caches the results of the DTM process associated with each SQL data service query. The Data Integration Service caches the results for the expiration period that you configure. When an external client makes the same query or request before the cache expires, the Data Integration Service returns the cached results.

The Result Set Cache Manager creates in-memory caches to temporarily store the results of the DTM process. If the Result Set Cache Manager requires more space than allocated, it stores the data in cache files. The Result Set Cache Manager identifies the cache files by file name and location. Do not rename or move the cache files.

Complete the following steps to configure result set caching for SQL data services in the Administrator tool:

1. Configure the result set cache properties in the Data Integration Service process properties.
2. Configure the cache expiration period in the SQL data service properties.

The Data Integration Service purges result set caches in the following situations:

- When the result set cache expires, the Data Integration Service purges the cache.
• When you restart an application or run the `infacmd dis purgeResultSetCache` command, the Data Integration Service purges the result set cache for objects in the application.

• When you restart a Data Integration Service, the Data Integration Service purges the result set cache for objects in applications that run on the Data Integration Service.

• When you change the permissions for a user, the Data Integration Service purges the result set cache associated with that user.

Data Object Caching

The Data Integration Service uses data object caching to access pre-built logical data objects. Enable data object caching to increase performance for mappings that include logical data objects. The Data Integration Service uses data object caching to access pre-built logical data objects and virtual tables. Enable data object caching to increase performance for mappings, SQL data service queries, and web service requests that include logical data objects and virtual tables.

By default, the Data Integration Service extracts source data and builds required data objects when it runs a mapping, SQL data service query, or a web service request. When you enable data object caching, the Data Integration Service can use cached logical data objects and virtual tables.

Perform the following steps to configure data object caching for logical data objects and virtual tables in an application:

1. Configure the data object cache database connection in the cache properties for the Data Integration Service.
2. Enable caching in the properties of logical data objects or virtual tables in an application.

Perform the following steps to configure data object caching for logical data objects in an application:

1. Configure the data object cache database connection in the cache properties for the Data Integration Service.
2. Enable caching in the properties of logical data objects in an application.

By default, the Data Object Cache Manager component of the Data Integration Service manages the cache tables for logical data objects and virtual tables in the data object cache database. When the Data Object Cache Manager manages the cache, it inserts all data into the cache tables with each refresh. If you want to incrementally update the cache tables, you can choose to manage the cache tables yourself using a database client or other external tool. After enabling data object caching, you can configure a logical data object or virtual table to use a user-managed cache table.

By default, the Data Object Cache Manager component of the Data Integration Service manages the cache for logical data objects in the data object cache database. When the Data Object Cache Manager manages the cache, it inserts all data into the cache tables with each refresh.

To use the Timestamp with Time Zone data type and to enable data object caching for IBM DB2 or for Microsoft SQL Server, set the date time format of the deployed mapping to the “YYYY-MM-DD HH24:MI:SS” format. The Data Integration Service writes the data up to seconds.
SQL Data Service Logs

You can view SQL data service logs in the Data Integration Service logs. View the Data Integration Service logs on the **Logs** tab in the Administrator tool.

Data Integration Service logs contain logs about the following events:

- **Configuration.** Log events about system or service configuration changes and application deployment or removal.
- **Data Integration Service processes.** Log events about application deployment, data object cache refresh, and user requests to run mappings.
- **System failures.** Log events about failures that cause the Data Integration service to be unavailable, such as Model Repository connection failures or the service failure to start.

Monitor SQL Data Services

Monitor an SQL data service to view its properties, connections, requests, virtual tables and reports. You can also view graphical information about the distribution and state of SQL data services across the Data Integration Services.

You can monitor an SQL data service in the following locations:

- **Monitoring tool.** In the Developer tool **Progress** view, click **Menu > Monitor Jobs.** Select the Data Integration Service that runs the SQL data service and click **OK.** The Monitoring tool opens.
- **Administrator tool.** To monitor web services in the Administrator tool, click the **Monitor** tab.

When you monitor an SQL data service, you can view summary statistics or execution statistics for the service. The **Summary Statistics** view displays graphical information about SQL data service distribution and state. The **Execution Statistics** view displays information about SQL data services that are deployed in an application.

To monitor an SQL data service, expand an application in the Navigator and select the **SQL Data Services** folder. A list of SQL data services appears in the contents panel. The contents panel shows properties about each SQL data service, such as the name, description, and state.

When you select an SQL data service in the contents panel, the contents panel shows the following views:

- **Properties** view
- **Connections** view
- **Requests** view
- **Virtual Tables** view
- **Reports** view

Properties View for an SQL Data Service

The **Properties** view shows general properties and run-time statistics for an SQL data service.

When you select an SQL data service in the contents panel of the **Properties** view, you can view the general properties and run-time statistics.
General Properties for an SQL Data Service
You can view general properties, such as the SQL data service name and the description.

Statistics for an SQL Data Service
You can view run-time statistics about connections and requests for the SQL data service. Sample statistics include the number of connections to the SQL data service, the number of requests, and the number of aborted connections.

Connections View for an SQL Data Service
The Connections view displays properties about connections from third-party clients. The view shows properties such as the connection ID, state of the connection, connect time, elapsed time, and disconnect time.

When you select a connection in the contents panel, you can abort the connection or access the Properties view and Requests view in the details panel.

Properties View
The Properties view in the details panel shows the user who is using the connection, the state of the connection, and the connect time.

Requests View
The Requests view in the details panel shows information about the requests for the SQL connection. Each connection can have more than one request. The view shows request properties such as request ID, user name, state of the request, start time, elapsed time, and end time.

Aborting a Connection
You can abort a connection to prevent it from sending more requests to the SQL data service.

1. Click the Execution Statistics view.
2. In the Domain Navigator, expand a Data Integration Service.
3. Expand an application and select SQL Data Services.
   The contents panel lists the SQL data services in the application.
4. Select an SQL data service.
   The contents panel displays multiple views for the SQL data service.
5. Click the Connections view.
   The contents panel lists connections to the SQL data service.
6. Select a connection.
7. Click Actions > Abort Selected Connection.

Requests View for an SQL Data Service
The Requests view displays properties for requests for each SQL connection.

The Requests view shows properties about the requests for the SQL connection. Each connection can have more than one request. The view shows request properties such as request ID, connection ID, user name, state of the request, start time, elapsed time, and end time.

Select a request in the contents panel to view additional information about the request in the details panel.
Aborting an SQL Data Service Connection Request

You can abort an SQL Data Service connection request. You might want to abort a connection request that hangs or that is taking an excessive amount of time to complete.

1. Click the Execution Statistics view.
2. In the Domain Navigator, expand a Data Integration Service.
3. Expand an application and select SQL Data Services.
   The contents panel displays a list of SQL data services.
4. Select an SQL data service.
5. Click the Requests view.
   A list of connection requests for the SQL data service appears.
6. Select a request row.
7. Click Actions > Abort Selected Request.

Viewing Logs for an SQL Data Service Request

You can download the logs for an SQL data service request to view the request details.

1. Click the Execution Statistics view.
2. In the Domain Navigator, expand a Data Integration Service.
3. Expand an application and select SQL Data Services.
   The contents panel displays a list of SQL data services.
4. Select an SQL data service.
5. Click the Requests view.
   A list of requests for the SQL data service appears.
6. Select a request row.
7. Click Actions > View Logs for Selected Object.

Virtual Tables View for an SQL Data Service

The Virtual Tables view displays properties about the virtual tables in the SQL data service.

The view shows properties about the virtual tables, such as the name and description. When you select a virtual table in the contents panel, you can view the Properties view and Cache Refresh Runs view in the details panel.

Properties View

The Properties view displays general information and run-time statistics about the selected virtual table. General properties include the virtual table name and the schema name. Monitoring statistics include the number of request, the number of rows cached, and the last cache refresh time.

Cache Refresh Runs View

The Cache Refresh Runs view displays cache information for the selected virtual table. The view includes the cache run ID, the request count, row count, and the cache hit rate. The cache hit rate is the total number of requests on the cache divided by the total number of requests for the data object.
Viewing Logs for an SQL Data Service Table Cache

You can download the logs for an SQL data service table cache to view the table cache details.

1. Click the **Execution Statistics** view.
2. In the Domain Navigator, expand a Data Integration Service.
3. Expand an application and select **SQL Data Services**.
   The contents panel displays a list of SQL data services.
4. Select an SQL data service.
5. Click the **Virtual Tables** view.
   A list of virtual tables for the SQL data service appears.
6. Select a table row.
   Details about the selected table appear in the details panel.
7. Select the **Cache Refresh Runs** view.
8. Click **View Logs for Selected Object**.

Reports View for an SQL Data Service

The **Reports** view shows monitoring reports about the selected SQL data service.

When you monitor an SQL data service, the **Reports** view shows reports about the SQL data service. For example, you can view the Most Active SQL Connections report to determine the SQL connections that received the most connection requests during a specific time period.
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